Stanowisko Polskiej Izby Informatyki i Telekomunikacji na spotkanie grupy roboczej MAIC w dniu 16 kwietnia 2013 roku

Artykuly RODO, ktore beda przedmiotem dyskusji w dniu 16 kwietnia 2013 r.:

Risk-based approach

Obecne brzmienie

Proponowana zmiana

Komentarze

Article 11
Transparent information and
communication
1. (...) — Deleted
2. (...) - Moved to Article 12 (1).

Article 12
Transparent information, communication
and modalities for exercising the rights of
the data subject

1. The controller shall take appropriate
measures to provide any information referred
to in Article 14, 14 a and 20(4) and any
communication under Articles 15 to 19 and 32
relating to the processing of personal data to
the data subject in an intelligible and easily
accessible form, wusing clear and plain

1. The controller shall take appropriate
measures to provide any information referred
to in Article 14, 14 a and 20(4) and any
communication under Articles 15 to 19 and 32
relating to the processing of personal data to
the data subject in an intelligible and easily
accessible form, wusing clear and plain
language, (...)in particular where addressed
specifically to a child. The information shall
be provided either in writing, electronically or
by other means.

language, (...)in_particular where addressed
specifically to a child. The information shall
be provided in writing, or where appropriate,
electronically or by other means.

Obecne sformutowanie moze prowadzi¢ do
wyktadni, ze informacja ma by¢ podawana w
formie pisemnej, a dopiero tam gdzie jest to
niemozliwe, w formie elektronicznej lub
innej. Zmiana ma na celu podkreslenie
roéwnowaznosci wszystkich form przekazania
informacji.

la. The controller shall facilitate the
processing of data subject requests under
Articles 15to 19 (...). (...).

2. The controller shall provide the
information referred to in Article 15 and 20(4)
and information on action taken on a request
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under_Articles 16 to 19 to the data subject
without undue delay and at the latest within
one month of receipt of the request (...). This
period may be extended for a further two
months when necessary, taking into account
the complexity of the request and the
number of requests. Where the extended
period applies, the data subject shall be
informed within one month of receipt of the
request of the reasons for the delay.

3. If the controller does not take action on
the request of the data subject, the controller
shall inform the data subject without delay
and at the latest within one month of
receipt of the request of the reasons for not
taking action and on the possibility of lodging
a complaint to a supervisory authority (...).

4, Information provided under Articles
14, 14a and 20(4) and any communication
under_Articles 15 to 19 and 32 shall be
provided free of charge. Where requests from
a data subject are (...)unfounded or

Information provided under Articles 14, 14a
and 20(4) and any communication under
Articles 15 to 19 and 32 shall be provided free
of charge, except for costs actually incured by
the controller in connection with the request

manifestly excessive, in particular because of
their repetitive character, the controller (...)

of the data subject. Where requests from a
data subject are (...)unfounded or manifestly

Brak przepisu zabezpieczajacego
administratora danych przed naduzywaniem
przez podmiot danych uprawnien do

uzyskania informacji. Dlatego proponujemy
rozwazenie mozliwosci obcigzania podmiotu
danych faktycznie poniesionymi kosztami
przetwarzania jego zadania. Alternatywnym

may decline the request. In that case, the | excessive, in particular because of their | rozwigzaniem byloby zapisanie co jaki czas
controller shall bear the burden of | repetitive character, the controller (...) may | podmiot danych moze =z uprawnienia
demonstrating the unfounded or manifestly | decline the request. In that case, the controller | zawartego w art. 15 korzystac.
excessive character of the request. shall bear the burden of demonstrating the
unfounded or manifestly excessive character
of the request.
4a.  Where the controller has reasonable
doubts concerning the identity of the
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individual making the request referred to in
Atrticles 15 to 19, the controller may request
the provision of additional information

necessary to confirm the identity of the data

subject.

Article 13
Rights in relation to recipients
(... ) - This Article was moved to Article 17b.

Skreslenie przepisu, rowniez po przeniesieniu
go do art. 17b.

Proponujemy usunigcie art. 13 — tutaj 17b.
Przy zaproponowanej w Rozporzadzeniu
definicji odbiorcow ten artykul wigzalby si¢ z
niewspoOtmiernie duzym wysitkiem ze strony
administratora.
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Article 14

Information to the data subject where the

data are collected from the data subject

1. Where personal data relating to a data
subject are collected from the data
subject, the controller shall (...), at the
time when personal data are obtained, or

Ze wzgledow technologicznych moze nie by¢
mozliwe poinformowanie podmiotu danych w
momencie zbierania danych osobowych,
dlatego proponujemy mozliwo$¢ przekazania

1.  Where personal data relating to a data immediately thereafter, provide the data | informacji niezwtocznie po ich zebraniu.
subject are collected_from the data subject with the following information:
subject, the controller shall (...), at the (a) the identity and the contact details of
time when personal data are obtained, the controller and, if any, of the
prowd«_a t_he datq subject with  the controller's représentativé; the
following information: controller may also include the
(a) the identity and the contact details of contact details of the data protection
the controller and, if any, of the officer, if any;
con:ro”ers reprclesentqtlvlej_' ] me (b) the purposes of the processing for
contro'ie’ _may a1s0 _Inciice Tne which the personal data are intended
contact details of the data protection ()
officer_if any; e
(b) the purposes of the processing for
which the personal data are intended
(...);
la. In addition to the information referred to | la. In addition to the information referred | Nie zawsze begdzie mozliwe okreslenie nawet

in paragraph 1, the controller shall

provide the data subject with any further
information necessary to ensure fair and
transparent processing in respect of the

to in paragraph 1, the controller shall provide
the data subject with any further information
necessary to ensure fair and transparent
processing in respect of the data subject,

szacowanego okresu przechowania danych,
ponadto okres ten moze si¢ zmieniaé. W
takich wypadkach bardziej jednoznaczng
informacjag dla podmiotu danych bedzie

data subject, having regard to the having regard to the specific circumstances in | wskazanie  regut  okreslajacych  okres
specific circumstances in which the which the personal data are processed, such | przechowywania danych.
personal data are processed, such as: as:
(a) the envisaged period for which the (@) the envisaged period for which the
personal data will be stored: personal data will be stored or rules
(b) where the processing is based on determining thgt De”o‘?'? )
noint (f) of Article 6(1), the [pozostata tresc przepisu ust. 1a bez zmian];
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legitimate interests pursued by the
controller:

(c) the recipients or categories of
recipients of the personal data;

(d) where applicable, that the controller
intends to transfer personal data to a
recipient in a third country or
international organisation;

(e) the existence of the right to request
from the controller access to and
rectification or erasure of the
personal data concerning the data
subject and to object to the
processing of such personal data,
including for direct marketing

PUrposes;

(F) the right to lodge a complaint to a
supervisory authority (...);

(..))

(9) whether the provision of personal
data is a statutory or contractual
requirement, or a requirement
necessary to enter into a contract, as
well as the possible consequences of
failure to provide such data.

2. ()

3. ()
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4 ()

5. Paragraphs 1 and la shall not
apply where and insofar as the
data subject already has the
information (...).

6. (..
7 ()
8 (.)
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Article 14 a
Information to be provided where the data
have not been obtained from the data subject

1.  Where personal data have not been
obtained from the data subject, the
controller shall provide the data subject
with the following information:

(a) the identity and the contact details of
the controller and, if any, of the
controller's  representative;  the
controller may also include the
contact details of the data protection

officerif any;

(b) the purposes of the processing for
which the personal data are intended.

2. In addition to the information referred to
in _paragraph 1, the controller shall
provide the data subject with any further
information necessary to ensure fair and
transparent _processing in respect of the
data subject, having regard to the
specific _circumstances in _which the
personal data are processed, such as:

data

(a) the categories of personal
concerned;

(b) the envisaged period for which the
personal data will be stored;

(c) where the processing is based on

In addition to the information referred to in
paragraph 1, the controller shall provide the
data subject with any further information
necessary to ensure fair and transparent
processing in respect of the data subject,
having regard to the specific circumstances in
which the personal data are processed, such
as:

@ the categories of personal data
concerned;

(b)  the envisaged period for which the
personal data will be stored or rules

determining this period,;
[pozostata tres¢ przepisu ust. 2 bez zmian]

Nie zawsze bedzie mozliwe okreslenie nawet
szacowanego okresu przechowania danych,
ponadto okres ten moze si¢ zmieniac. W
takich wypadkach bardziej jednoznaczng
informacjag dla podmiotu danych bedzie
wskazanie  regut  okre$lajacych  okres
przechowywania danych.
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point (f) of Article 6(1), the
legitimate interests pursued by the
controller;

(d) the recipients or categories of
recipients of the personal data;

(e) the existence of the right to request
from the controller access to and
rectification or erasure of the
personal data concerning the data
subject and to object to the
processing of such personal data,
including for__direct marketing

PUrposes;

(f) the right to lodge a complaint to a
supervisory authority (...);

(9) the origin of the personal data, unless
the data originate from publicly
accessible sources.

3. The controller shall provide the
information referred to in paragraphs 1
and 2:

(@) (...) within a reasonable period after
obtaining the data, having regard to
the specific_circumstances in which
the data are processed, or

(b) if a disclosure to another recipient is
envisaged, at the latest when the data
are first disclosed.
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4.  Paragraphs 1 to 3 shall not apply where
and insofar as:

(a) the data subject already has the
information; or

(b) the provision of such information in
particular when processing personal
data for historical, statistical or
scientific purposes proves impossible
or would involve a disproportionate
effort. In such cases the controller
shall take appropriate measures to
protect the data subject's legitimate
interests, for example by using
pseudonymous data; or

(c) obtaining or disclosure is expressly
laid down by Union or Member State
law to which the controller is
subject, which provides appropriate
measures to protect the data subject's
legitimate interests; or

(d) where the data originate from
publicly available sources; or

(e) where the data must remain
confidential in accordance with a
legal provision or on account of the
overriding legitimate interests of a
third party.

5 (...)

Strona 9 z 49




Stanowisko Polskiej Izby Informatyki i Telekomunikacji na spotkanie grupy roboczej MAIC w dniu 16 kwietnia 2013 roku

Article 15
Right of access for the data subject
The data subject shall have the right to
obtain from the controller at reasonable
intervals, on request, confirmation as to
whether or not personal data concerning
him or her are being processed. Where
such personal data are being processed,
the controller shall communicate the
personal data undergoing processing and
the following information_to the data

subject:
(a) the purposes of the processing;

(b) (..)

(c) the recipients or categories of
recipients to whom the personal data
have been or will be disclosed, in
particular to recipients in third
countries;

(d) the envisaged period for which the
personal data will be stored;

(e) the existence of the right to request
from the controller rectification or
erasure of personal data concerning
the data subject or to object to the
processing of such personal data;

(f) the right to lodge a complaint to a

1.  The data subject shall have the right to

obtain from the controller at reasonable
intervals not shorter than [6] months, on
request, confirmation as to whether or
not personal data concerning him or her
are being processed. Where such
personal data are being processed, the
controller shall communicate the
personal data undergoing processing and
the following information to the data
subject:

[pozostata czes¢ przepisu ust. 1 bez zmian]

Proponujemy
minimalnego

zapisanie
terminu

sztywnego

korzystania

uprawnienia zapisanego w art. 15.

z

10
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supervisory authority (...);

(g) where the personal data are not
collected from the data subject, any
available information as to their
source;

(h) in the case of decisions referred to in
Article 20, knowledge of the logic

not apply when data are processed only
for historical, statistical, or scientific
purposes and the conditions in_ Article
83(1a) are met].

involved in any automated data
processing _as well as the
significance and envisaged
consequences of such processing.

2.  (..)Where __ personal _data __are | 2. (...)Where personal data are processed | Przepis ten akceptujemy pod warunkiem
processed by electronic means and in | by electronic means and in a struetured—and | zapisania prawa do zwrotu kosztow od
a_structured and commonly used | eemmenty format commonly used by | podmiotu  danych.  Ponadto,  pojecie
format, the controller shall provide a | consumers, the controller shall provide to the | ,,structured and commonly used format” jest
copy of the data in that format to the | data subject a copy of the data in that format | nieprecyzyjne. Poza tym, stowo ,,copy” nie
data subject. or information containing such data.. jest wilasciwe, poniewaz wyciag z bazy

danych dla podmiotu danych nie bedzie kopia.

3. (..)

4. (..)

5. [The rights provided for in Article 15 do

11

Strona 11 z 49




Stanowisko Polskiej Izby Informatyki i Telekomunikacji na spotkanie grupy roboczej MAIC w dniu 16 kwietnia 2013 roku

Article 16
Right to rectification

1. (...) The data subject shall have the right
to obtain from the controller the
rectification of personal data concerning
him or her which are inaccurate. Having
regard to the purposes for which data
were processed, the data subject shall
have the right to obtain completion of
incomplete personal data, including by
means of providing a supplementary
(...)statement.

2. [The rights provided for in Article 16 do
not apply when data are processed only
for historical, statistical, or scientific
purposes and the conditions in Article
83(1a) are met.]

Article 19
Right to object

1.  The data subject shall have the right to
object, on reasoned grounds relating to
his or her particular situation, at any
time to the processing of personal data
concerning him or _her which is based
on point[s] (...) [(e) and] (f) of Article
6(1). In such cases the personal data
shall no longer be processed unless the
controller demonstrates (...) legitimate
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grounds for the processing which
override the interests or (...) rights and
freedoms of the data subject.

la.

Where an objection is upheld pursuant to
paragraph 1 (...), the controller shall no
longer (...)process the personal data
concerned except for the establishment,
exercise or defence of legal claims.

Where personal data are processed for
direct marketing purposes, the data
subject shall have the right to object free
of charge at any time to the processing
of personal data concerning him or her
for such marketing. This right shall be
explicitly brought to the attention of the
data subject (...)and shall be presented
clearly and separately from any other
information.

Where the data subject objects to the
processing __for direct marketing
purposes, the personal data shall no
longer be processed.

Where the data subject objects to the
processing for direct marketing purposes, the
personal data shall no longer be processed for

that purpose.

Zmiana ma na celu doprecyzowanie, ze dane
nie moga by¢ przetwarzane dla celow
marketingu bezposredniego, natomiast mogg
by¢ przetwarzane w innych celach (np.
wykonania umowy).

)

B

[The rights provided for in Article 19 do

not apply to personal data which are

processed only for historical, statistical,

or scientific purposes and the conditions

13
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in Article 83(1A) are met].

Article 22
Responsibility of the controller

1. Taking into account the nature, scope
and purposes of the processing and
the risks for the (.) rights and
freedoms of data subjects, the
controller ~ shall  (...) implement
appropriate measures to ensure and be
able to demonstrate that the processing
of personal data is performed in
compliance with this Regulation.

2. (...)—(The Presidency has deleted this
paragraph as it deems that there is no
need to repeat obligations which are
spelt out later on in the Chapter)

2a. Where proportionate in relation to the
processing  activities, the measures
referred to in paragraph 1 shall include
the implementation of:

(a) appropriate data protection policies
by the controller;

(b) mechanisms to ensure that the time
limits established for the erasure and
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restriction of personal data are

observed.
3. (...)
4. (..)
e

Article 23
Data protection by design and by default

1.  Having regard to the state of the art and
the cost of implementation and taking
account of the risks for rights and
freedoms of individuals posed by the
nature, scope or purpose of the
processing, the controller shall, both at
the time of the determination of the
means for processing and at the time of
the processing itself, implement (...)
technical and organisational measures
(...) appropriate to the activity being
carried on and its objectives, including
the use of pseudonymous data, in such a
way that the processing will meet the
requirements of this Regulation and
ensure the protection of the rights of (...)
data subjects.

2. The controller shall implement
appropriate measures for ensuring that,
by default, only (...) personal data (...)
which are necessary for each specific
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purpose of the processing are processed:;
(...) this applies to the amount of (...)
data collected, (...) the period of their
storage and their accessibility. In
particular, those mechanisms shall
ensure that by default personal data are
not made accessible to an indefinite
number of individuals without human
intervention.

2a. The controller may demonstrate
compliance with the requirements set
out in paragraphs 1 and 2 by means of
a_certification mechanism pursuant to

Article 39.
3. (..)
4. (..)
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Article 24

Joint controllers

1. (...)Joint controllers shall determine
their respective responsibilities for
compliance with the obligations under
this Regulation, in particular as regards
the (...) exercising of the rights of the
data subject and their respective duties
to provide the information referred to in
Articles 14 and 14a, by means of an
arrangement between them_unless the
respective responsibilities of the
controllers are determined by Union or
Member State law to which the
controllers are subject.

2. The data subject may exercise his or her
rights under this Regulation in respect of
and against each of the joint controllers.

Article 25
Representatives of controllers not established
in the Union

1. In the situation referred to in Article

2. The data subject may exercise his or
her rights under this Regulation in respect of
and against each of the joint controllers unless
the data subject received information which of
the joint controllers should be contacted in
case of exercise of the rights of the data

subject.

Przepis ten ma na celu umozliwienie
administratorom danych wskazanie, ktory z
nich bedzie punktem kontaktowym dla
podmiotu danych.

17
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3(2), the controller shall designate in
writing a representative in the Union.

This obligation shall not apply to:

(a) a controller established in a third
country where the Commission has
decided that the third country
ensures an adequate level of
protection in accordance with Article
41; or

(b) an enterprise employing fewer than
250 persons_unless the processing it
carries out involves high risks for the
rights and freedoms of data
subjects, having regard to the
nature, scope and purposes of the

processing; or
(c) a public authority or body; or

@) (...).

The representative shall be established in
one of those Member States where the
data subjects whose personal data are
processed in relation to the offering of
goods or services to them, or whose
behaviour is monitored, reside.

3a.

The representative shall be mandated

by the controller to be addressed in
addition to or instead of the controller
by in particular supervisory

18
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authorities and data subjects, on all
issues related to the processing of
personal data, for the purposes of
ensuring compliance with this

Regulation.

4.  The designation of a representative by
the controller shall be without prejudice
to legal actions which could be initiated
against the controller itself.

Article 26

Processor

1. (...)The controller shall use only a
processor providing sufficient
guarantees to implement appropriate
technical and organisational measures
(...) in such a way that the processing
will meet the requirements of this
Regulation (...).

2. [Where the processor is not part of the
same group of undertakings as the
controller,] the carrying out of
processing by a processor shall be
governed by a contract setting out the
subject-matter and duration of the
contract, the nature and purpose of the
processing, the type of data and
categories of data subjects or other legal
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act binding the processor to the
controller and stipulating in particular
that the processor shall:

(a) process the personal data only on
instructions from the controller (...),
unless required to do so by Union or
Member State law law to which the
processor is subject;

(b) (...);

(c) take all (...) measures required
pursuant to Article 30;

(d) determine the conditions for
enlisting another processor (...);

(e) as far as (...) possible, taking into
account the nature of the processing,

assist the controller in responding to
requests for exercising the data
subject’s rights laid down in Chapter
Ii;

(f) determine the extent to which the
controller is to be assisted in
ensuring compliance with the
obligations pursuant to Articles 30 to
34,

(9) (...) not process the personal data
further after the completion of the
processing specified in the contract
or other legal act, unless there is a
requirement to store the data under

20

Strona 20 z 49




Stanowisko Polskiej Izby Informatyki i Telekomunikacji na spotkanie grupy roboczej MAIC w dniu 16 kwietnia 2013 roku

Union or Member State law to which
the processor is subject;

(h) make available to the controller (...)
all information necessary to
demonstrate compliance with the
obligations laid down in this Article.

3. The controller and the processor shall
retain in writing or in an equivalent form
the controller's instructions and the
processor's obligations referred to in
paragraph 2.

4 ()

4a. The processor shall inform the
controller if the processor considers
that an instruction by the controller
would breach the Regulation.

5 (..)
e

Article 27
Processing under the authority of the
controller and processor

(..)
[
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Article 28

Records of categories of processing activities

1.

Each controller (...)and, if any, the
controller's representative, shall maintain
a record regarding all categories of

processing activities under its
responsibility. This record shall contain
(...)the following information:

(a) the name and contact details of the
controller and any joint controller
(...), controller’s representative and
data protection officer, if any;

(b) (...);

(c) the purposes of the processing (...);

(d) a description of categories of data
subjects and of the categories of
personal data relating to them;

(e) the (...) reqular categories of
recipients of the personal data (...);

(F) where applicable, the categories of
transfers of personal data to a third
country or an international
organisation, (...)[and, in case of
transfers referred to in point (h) of
Article 44(1), the details of
appropriate safeguards];

(9) a general indication of the time limits

22
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for erasure of the different categories
of data;

) (...).

2a. Each processor shall maintain a
record of all categories of processing
activities carried out on behalf of a
controller, containing:

(a) the name and contact details of the
processor and of each controller
on behalf of which the processor is
acting, and of the controller's
representative, if any;

(b) the name and contact details of the
data protection officer, if any;

(c) the categories of processing
carried out on behalf of each
controller;

(d) where applicable, the cateqgories of
transfers of personal data to a
third country or an international
organisation and, in case of
transfers referred to in point (h) of
Article 44(1), the documentation of
appropriate safequards.

3. On request, the controller and the
processor and, if any, the controller's
representative, shall make the record
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available (...) to the supervisory
authority.

4.  The obligations referred to in paragraphs
1, (...) to 3 shall not apply to:

@ (.

(b) an enterprise or a body employing
fewer than 250 persons that is
processing personal data only as an
activity ancillary to its main
activities; or

(c) categories of processing activities
which by virtue of the nature, scope
or purposes of the processing are
unlikely to represent high risks for ,
the rights and freedoms of data

subjects
5  (.)
6. (...)
.

Article 29
Co-operation with the supervisory authority

(..)
.
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Article 30

Security and confidentiality of processing

Having regard to the state of the art and
the costs of their implementation and
taking into account the nature, scope and

purposes of the processing and the risks
for the rights and freedoms of data
subjects, the controller and the processor
shall implement appropriate technical
and organisational measures_including
the use of pseudonymous data to ensure
a level of confidentiality and security
appropriate to these risks.

()

2a.

The controller may demonstrate

compliance with the requirements set
out in paragraph 1 by means of a
certification mechanism pursuant to
Article 39.

2Db.

Any person acting under the authority of

the controller or the processor shall be
bound by an obligation of
confidentiality, which shall continue to
have effect after the termination of their
activity for the controller or processor.

3.

().

4.

(...

25
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Article 31
Notification of a personal data breach to the

supervisory authority

1. Inthe case of a personal data breach
which is likely to adversely affect the
rights and freedoms of data subjects, the
controller shall without undue delay and,
where feasible, not later than 72 hours
after having become aware of it, notify
the personal data breach to the
supervisory authority competent in
accordance with Article 51. The
notification to the supervisory authority
shall be accompanied by a reasoned
justification in cases where it is not
made within 72 hours.

la. The notification referred to in
paragraph 1 shall not be required if a
communication of the data subject is
not required under Article 32(3)(b).

2. (...) The processor shall alert and inform
the controller without undue delay
after becoming aware of a personal
data breach.

3. The naotification referred to in paragraph
1 must at least:
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(a) describe the nature of the personal
data breach including, where
possible and appropriate, the
categories and number of data
subjects concerned and the
categories and approximate number
of data records concerned;

(b) communicate the identity and
contact details of the data protection
officer or other contact point where
more information can be obtained,

© (.3

(d) describe the likely consequences of
the personal data breach identified
by the controller;

(e) decribe the measures taken or
proposed to be taken by the
controller to address the personal
data breach; and

(f)_where appropriate, indicate measures
to mitigate the possible adverse
effects of the personal data breach .

3a.

Where it is not possible to provide the

information referred to in paragraph 3 (f)

within the time period laid down in
paragraph 1, the controller shall provide
this information without undue further

27
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delay (...).

4. The controller shall document any
personal data breaches referred to in
paragraph 1, comprising the facts
surrounding the breach, its effects and
the remedial action taken.This
documentation must enable the
supervisory authority to verify
compliance with this Article. The
documentation shall only include the
information necessary for that purpose.

[5. The Commission shall be empowered to | Skreslenie przepisu w catosci. Rozporzadzenie, bedace aktem
adopt delegated acts in accordance with obowigzujacym  bezpo$rednio,  powinno
Article 86 for the purpose of further skutkowa¢ stworzeniem precyzyjnych i
specifying the criteria and requirements przewidywalnych ram prawnych, ktorych
for establishing the data breach referred tre§¢ 1 skutki beda znane na etapie
to in paragraphs 1 and 2 and for the przyjmowania aktu. Pozostawienie tak wielu
particular circumstances in which a kwestii otwartych do decyzji KE i w
controller and a processor is required to rezultacie odwleczenie w czasie
notify the personal data breach. doprecyzowania  postanowien projektu

rozporzadzenia stawia pod  ogromnym
znakiem zapytania pewno$¢ prawa 1
funkcjonowanie firm w okresie przed
wydaniem  aktow  delegowanych  lub
wykonawczych. Nalezy w tresci
rozporzadzenia doprecyzowac zagadnienia, co
do ktorych Komisja miata otrzymaé taka
delegacje.

6.  The Commission may lay down the Skreslenie przepisu w catos$ci. [Takie samo uzasadnienie jak w przypadku

standard format of such notification to
the supervisory authority, the procedures

skreslenia ust. 5]
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applicable to the notification
requirement and the form and the
modalities for the documentation
referred to in paragraph 4, including the
time limits for erasure of the information
contained therein. Those implementing
acts shall be adopted in accordance with
the examination procedure referred to in
Acrticle 87(2).]

Article 32

Communication of a personal data breach to

the data subject

When the personal data breach is likely
to adversely affect the rights and
freedoms of the data subject, the
controller shall (...)communicate the
personal data breach to the data subject
without undue delay.

The communication to the data subject
referred to in paragraph 1 shall describe
the nature of the personal data breach
and contain at least the information and
the recommendations provided for in
points (b), (e) and (f) of Article 31(3).

The communication (...) to the data
subject referred to in paragraph 1
shall not be required if:

a. the controller (...)has implemented
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appropriate technological protection
measures and (...) those measures
were applied to the data affected by
the personal data breach, in
particular those that render the data
unintelligible to any person who is
not authorised to access it, such as
encryption or the use of
pseudonymous data; or

the controller has taken
subsequent measures which ensure
that the data subjects’ rights and
freedoms are no longer at risk; or

it would involve disproportionate
effort, in particular owing to the
number of cases involved. In such
case, there shall instead be a public

communication or similar measure
whereby the data subjects are
informed in an equally effective
manner; or

—_—

it would adversely affect a
substantial public interest.

[4.

Without prejudice to the controller's
obligation to communicate the personal
data breach to the data subject, if the
controller has not already communicated
the personal data breach to the data
subject of the personal data breach, the
supervisory authority, having considered
the likely adverse effects of the breach,
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may require it to do so.]

[5. The Commission shall be empowered to | Skreslenie przepisu w catos$ci. Rozporzadzenie, bedace aktem
adopt delegated acts in accordance with obowigzujagcym  bezpo$rednio,  powinno
Article 86 for the purpose of further skutkowa¢ stworzeniem precyzyjnych i
specifying the criteria and requirements przewidywalnych ram prawnych, ktorych
as to the circumstances in which a tre§¢ 1 skutki beda znane na etapie
personal data breach is likely to przyjmowania aktu. Pozostawienie tak wielu
adversely affect the personal data kwestii otwartych do decyzji KE i w
referred to in paragraph 1. rezultacie odwleczenie w czasie

doprecyzowania postanowien projektu
rozporzadzenia stawia pod ogromnym
znakiem zapytania pewno$¢ prawa i
funkcjonowanie firm w okresie przed
wydaniem  aktéw  delegowanych  lub
wykonawczych. Nalezy w tresci
rozporzadzenia doprecyzowac zagadnienia, co
do ktéorych Komisja miata otrzymaé taka

delegacje.
6.  The Commission may lay down the Skreslenie przepisu w catosci. [Takie samo uzasadnienie jak w przypadku
format of the communication to the data skreslenia ust. 5]

subject referred to in paragraph 1 and the
procedures applicable to that
communication. Those implementing
acts shall be adopted in accordance with
the examination procedure referred to in
Article 87(2).]
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Article 33

Data protection impact assessment

Where the processing, taking into
account the nature, scope or purposes
of the processing, is likely to present
specific risks for the rights and freedoms
of data subjects, the controller or
processor shall, prior to the processing,
carry out an assessment of the impact of
the envisaged processing operations on
the protection of personal data. (...).

The following processing operations
(...) present specific risks referred to in
paragraph 1:

(a) a systematic and extensive
evaluation (...) of personal aspects
relating to (...) natural persons (...),
which is based on automated
processing and on which decisions
are based that produce legal effects

concerning (...) data subjects or
adversly affect data subjects;

(b) information on sex life, health, race
and ethnic origin (...), where the
data are processed for taking (...)
decisions regarding specific
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individuals on a large scale;

(c) monitoring publicly accessible areas,
especially when using optic-
electronic devices (...)on a large
scale;

(d) personal data in large scale

processing systems containing
genetic data or biometric data;

(e) other operations where (...) the
competent supervisory authority
considers that the processing is
likely to present specific risks for
the fundamental rights and
freedoms of data subjects.

2a.

The supervisory authority shall

establish and make public a list of the
kind of processing which are subject
to the requirement for a data
protection impact assessment
pursuant to point (e) of paragraph 2.
The supervisory authority shall
communicate those lists to the
European Data Protection Board.

2b.

Prior to the adoption of the list the

supervisory authority shall apply the
consistency mechanism referred to in
Article 57 where the list provided for
in paragraph 2a involves processing
activities which are related to the
offering of goods or services to data
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subjects in several Member States, or
to the monitoring of their behaviour,
or may substantially affect the free
movement of personal data within the
Union.

The assessment shall contain at least a
general description of the envisaged
processing operations, an assessment of
the risks for rights and freedoms of data
subjects, the measures envisaged to
address the risks, safeguards, security
measures and mechanisms to ensure the
protection of personal data and to
demonstrate compliance with this
Regulation, taking into account the
rights and legitimate interests of data
subjects and other persons concerned.

()

Where a controllers is a public authority
or body and where the processing
pursuant to point (c) or (e) of Article
6(1) has a legal basis in Union law or the
law of the Member State to which the
controller is subject, paragraphs 1 to 3
shall not apply, unless Member States
deem it necessary to carry out such
assessment prior to the processing
activities.

[6.

The Commission shall be empowered to
adopt delegated acts in accordance with
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Acrticle 86 for the purpose of further
specifying the criteria and conditions for
the processing operations likely to
present specific risks referred to in
paragraphs 1 and 2 and the requirements
for the assessment referred to in
paragraph 3, including conditions for
scalability, verification and auditability.
In doing so, the Commission shall
consider specific measures for micro,
small and medium-sized enterprises.

7. The Commission may specify standards
and procedures for carrying out and
verifying and auditing the assessment
referred to in paragraph 3. Those
implementing acts shall be adopted in
accordance with the examination
procedure referred to in Article 87(2).]

Article 34

Prior (...) consultation

1. (...)-this paragraph was moved to
Article 42(6).

2. The controller or processor shall consult
the supervisory authority prior to the
processing of personal data where a data
protection impact assessment as
provided for in Article 33 indicates that

35 Strona 35z 49



Stanowisko Polskiej Izby Informatyki i Telekomunikacji na spotkanie grupy roboczej MAIC w dniu 16 kwietnia 2013 roku

the processing is likely to present a high
degree of specific risks. (...)

Where the supervisory authority is of the
opinion that the intended processing
referred to in paragraph 2 would not
comply with this Regulation, in
particular where risks are insufficiently
identified or mitigated, it shall within a
maximum period of 6 weeks following
the request for consultation (...) make
appropriate recommendations to the data
controller or processor. This period may
be extended for a further month, taking
into account the complexity of the
intended processing. Where the extended

period applies, the controller or
processor shall be informed within one
month of receipt of the request of the
reasons for the delay.

3a.

During the period referred to in

paragraph 3, the controller [or processor]

shall not commence processing
activities.

()

()

When consulting the supervisory
authority pursuant to paragraph 2,
the controller or processor shall provide
the supervisory authority, on request,
with the data protection impact

36
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assessment provided for in Article 33
and any (...) information requested by
the supervisory authority (...).

7. Member States shall consult the
supervisory authority during the
preparation of (...) legislative or
requlatory measures which provide for
the processing of personal data and
which may significantly affect categories
of data subjects by virtue of the nature,
scope or purposes of such processing

(..).

[8. The Commission shall be empowered to
adopt delegated acts in accordance with
Acrticle 86 for the purpose of further
specifying the criteria and requirements
for determining the high degree of
specific risk referred to in point (a) of

paragraph 2.]
9. (...
Article 35

Designation of the data protection officer

1. The controller or the processor may, or,
where required by Union or Member
State law, shall, designate a data
protection officer (...).

2. (...) A group of undertakings may
appoint a single data protection officer.
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Where the controller or the processor is
a public authority or body, a single data
protection officer may be designated for
several (...) such authorities or bodies,
taking account of their organisational
structure and size.

(...). — (Deleted in view of the optional
nature of the appointment of the DPO)

The (...) data protection officer shall be
designated on the basis of professional
qualities and, in particular, expert
knowledge of data protection law and
practices and ability to fulfil the tasks
referred to in Article 37. (...)

(...). (Moved to Article 36, new
paragraph 4, for systematic reasons.)

(...). During their term of office, the data
protection officer may, apart from
serious grounds under the law of the
Member State concerned which justify
the dismissal of an employee or civil
servant, be dismissed only if the data
protection officer no longer fulfils the
conditions required for the performance
of his or her duties under paragraph 5.

The data protection officer may be a
staff member of the controller or
processor, or fulfil his or her tasks on the
basis of a service contract.
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9.  The controller or the processor shall
publish the (...) contact details of the
data protection officer_ and
communicate these to the supervisory
authority (...).

10. Data subjects may at any time contact
the data protection officer on all issues
related to the processing of the data
subject’s data and the exercise of their
rights under this Regulation.

1. (...

Article 36
Position of the data protection officer

1. The controller or the processor shall
ensure that the data protection officer is
properly and in a timely manner
involved in all issues which relate to the
protection of personal data.

2. The controller or the processor shall
support the data protection officer in
performing the tasks referred to in
Avrticle 37 by providing (...)resources
necessary to carry out the duties as well
as access to personal data and
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processing operations. (...).

3. The controller or processor shall ensure
that the data protection officer acts in an
independant manner with respect to the
performance of his or her duties and
tasks and does not receive any
instructions regarding the exercise of
these duties and tasks. The data
protection officer shall directly report to
the highest management level of the
controller or the processor.

4. The data protection officer may fulfill
other tasks and duties. The controller
or processor shall ensure that any
such tasks and duties do not result in
a conflict of interests

Article 37
Tasks of the data protection officer

1. The controller or the processor shall
entrust the data protection officer (...)
with the following tasks:

() to inform and advise the controller or
the processor and the employees
who are processing personal data
of their obligations pursuant to this
Regulation (...);
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(b) to monitor compliance with this
Regulation and with the policies of
the controller or processor in relation
to the protection of personal data,
including the assignment of
responsibilities, awareness-raising
and training of staff involved in the
processing operations, and the
related audits;

©) (..);
@ (..
) (..);
® ..

(g) to monitor responses to requests
from the supervisory authority and,
within the sphere of the data
protection officer's competence, to
co-operate with the supervisory
authority at the latter's request or on
the data protection officer’s own
initiative;

(h) to act as the contact point for the
supervisory authority on issues
related to the processing, including
the prior consulation referred to in
Article 34, and consult with the
supervisory authority, on his/her own
initiative;

().
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Article 38
Codes of conduct

1.  The Member States, the supervisory
authorities, the European Data
Protection Board and the Commission
shall encourage the drawing up of codes
of conduct intended to contribute to the
proper application of this Regulation,
taking account of the specific features of
the various data processing sectors and
the specific needs of micro, small and
medium-sized enterprises.

la. Associations and other bodies
representing cateqories of controllers
or processors may draw up codes of
conduct, or amend or extent such
codes, for the purpose of specifying
the application of provisions of this
Reqgulation, such as:

(a) fair and transparent data processing;
(b) the collection of data;

(ba) the use of pseudonymous
data;

(c) the information of the public and of
data subjects;
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(d) the exercise of the rights of data
subjects;

(e) information and protection of
children;

(ea) measures and procedures
referred to in Articles 22 and 23
and measures to ensure security
and confidentiality of processing
referred to in Article 30;

(f) transfer of data to third countries or
international organisations.

@) (..
(h) (..)

1Db.

Such a code of conduct shall contain

mechanisms for monitoring and
ensuring compliance with it by the
controllers or processors which
undertake to apply it, without
prejudice to the duties and powers of
the supervisory authority which is
competent pursuant to Article 51.

1c.

In drawing up a code of conduct,

associations and other bodies referred

to in paragraph 1a shall consult, as
appropriate, relevant stakeholders

and in particular data subjects, and
consider any submission received in
response to their consultations.
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Associations and other bodies referred
to in paragraph 1a which intend to
draw up a code of conduct or to amend
or extend an existing code of conduct
may submit them to the supervisory
authority which is competent pursuant
to Article 51. Where the code of
conduct relates to processing activities
in several Member States, the
supervisory authority shall submit it in
the procedure referred to in Article 57

to the European Data Protection
Board which may give an opinion
whether the draft code of conduct or the
amendment is in compliance with this
Regulation.(...).

2a.

The European Data Protection Board

shall register the codes of conduct and
publish details of them.

Where a code of conduct is drawn up
by associations and other bodies
representing categories of controllers in
several Member States, the European
Data Protection Board shall submit_its
opinion on the code of conduct and on
amendments or extensions to an existing
code of conduct to the Commission(...).

The Commission may adopt
implementing acts for deciding that the
codes of conduct and amendments or
extensions to existing codes of conduct
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submitted to it pursuant to paragraph 3
have general validity within the Union.
Those implementing acts shall be
adopted in accordance with the
examination procedure set out in Article
87(2).

5. The Commission shall ensure
appropriate publicity for the codes which
have been decided as having general
validity in accordance with paragraph 4.

Article 39
Certification

1.  (...) The Member States, the European
Data Protection Board and the
Commissionshall encourage, in
particular at European level, the
establishment of data protection
certification mechanisms and of data
protection seals and marks for
procedures and products, allowing
data subjects to quickly assess the level
of data protection provided by
controllers and processors. (...)

2. A certificate may enable the controller
to demonstrate compliance with the
controller obligations under this
Requlation, in particular the
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requirements set out in Articles 23

and 30 and the provision of
mechanisms to facilitate data subject
requests under Articles 15 to 19.

A certificate does not reduce the

responsibility of the controller for
compliance with this Requlation.

The controller which submits its

processing to the certification
mechanism shall provide the body
referred to in Article 39a (1) with all
information and access to its
processing activities which are
necessary to conduct the certification
procedure. Where the processing
concerns processing operations
referred to in Article 33(2), the
controller shall provide the data
protection impact assessment to the
body. The supervisory authority may
request the controller in accordance
with Article 33(2)(e) to carry out an
impact assessment in order to support
the assessment by the body.

The certification issued to a controller

shall be subject to a periodic review
by the body referred to in Article
39A(1). It shall be withdrawn where
the requirements for the certification
are not or no longer met.
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Article 39a

Certification body and procedure

1.  The certification and its periodic
review shall be carried out by an
independent certification body which
has an appropriate level of expertise
in relation to data protection and is
accredited by the supervisory
authority which is competent
according to Article 51.

2. The supervisory authorities shall
submit the draft criteria for the
accredition of the body referred to in
paragraph 1 to the European Data
Protection Board under the procedure
referred to in Article 57.

3. The body referred to in paragraph 1
shall act in an independent manner
with respect to certification, without
prejudice to the duties and powers of
the supervisory authority. The body
shall ensure that its tasks and duties
do not result in a conflict of interest.
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The data protection certification
mechanism shall set out the procedure
for the issue, periodic review and
withdrawal of data protection seals
and marks.

4. The body referred to in paragraph 1
shall be liable for the proper
assessment leading to the certification,
without prejudice to the responsibility
of the controller for compliance with
this Requlation.

5. The body referred to in paragraph 1
shall inform the supervisory authority
on certifications issued and
withdrawn and on the reasons for
withdrawing the certification.

6. _ The criteria for the certification and
the certification details shall be made
public by the supervisory authority in
an easily accessible form.

7. The Commission shall be empowered to
adopt delegated acts in accordance with
Article 86 for the purpose of (...)
specifying the criteria and requirements

48 Strona 48 z 49




Stanowisko Polskiej Izby Informatyki i Telekomunikacji na spotkanie grupy roboczej MAIC w dniu 16 kwietnia 2013 roku

to be taken into account for the data
protection certification mechanisms
referred to in paragraph 1, including
conditions for granting and revocation,
and requirements for recognition of the
certification and the requirements for
a standardised ‘European Data
Protection Seal’ within the Union and
in third countries.

The Commission may lay down
technical standards for certification
mechanisms and data protection seals
and marks and mechanisms to promote
and recognize certification mechanisms
and data protection seals and marks.
Those implementing acts shall be
adopted in accordance with the
examination procedure set out in Article
87(2).
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