**KLAUZULA INFORMACYJNA**

**W ZWIĄZKU Z PRZETWARZANIEM DANYCH OSOBOWYCH SYGNALISTY**

Wypełniając obowiązek informacyjny wynikający z rozporządzenia Parlamentu Europejskiego i Rady (UE) nr 2016/679 z 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych) (Dz. Urz. UE. L.   
z 2016 r. Nr 119, s. 1, z późn. zm.) - dalej „RODO”, informuję, że:

1. Administratorem Państwa danych osobowych jest Pomorski Wojewódzki Inspektor Jakości Handlowej Artykułów Rolno-Spożywczych (dalej: PWIJHARS). Można się z nami skontaktować w następujący sposób:

* listownie na adres: ul. Polska 15, 81-969 Gdynia,
* przez e-mail: [wi\_gdansk@ijhars.gov.pl](mailto:wi_gdansk@ijhars.gov.pl),
* telefonicznie: 58 660 55 30

1. Wyznaczyliśmy **inspektora ochrony danych**. Jest to osoba, z którą mogą się Państwo kontaktować we wszystkich sprawach dotyczących przetwarzania danych osobowych oraz korzystania z praw związanych z przetwarzaniem danych. Z inspektorem można się kontaktować w następujący sposób:

* listownie na adres: ul. Polska 15, 81-339 Gdynia,
* przez e-mail: [iod@wijhars.gdansk.pl](mailto:iod@wijhars.gdansk.pl)

1. Dane osobowe zgłaszającego, osoby, której dotyczy zgłoszenie, osoby pomagającej w dokonaniu zgłoszenia oraz osoby powiązanej ze zgłaszającym przetwarzane są w celu umożliwienia zgłoszenia naruszenia prawa, oceny prawdziwości informacji zawartych w zgłoszeniu, sprawdzenia informacji o naruszeniu prawa i podjęcia działań następczych, a także prowadzenia rejestru naruszeń zewnętrznych.
2. Przesłanką prawną przetwarzania danych osobowych jest:
3. dla zwykłej kategorii danych osobowych:
4. art. 6 ust. 1 lit. c) RODO, tj. przetwarzanie jest niezbędne do wypełnienia obowiązku prawnego ciążącego na administratorze w związku z ustawą o ochronie sygnalistów,
5. art. 6 ust. 1 lit. f) RODO, tj. niezbędność do wykonania celów wynikających z prawnie uzasadnionych interesów realizowanych przez administratora, związanych z wdrożeniem i funkcjonowaniem procedury zgłoszeń wewnętrznych naruszenia prawa, z wyjątkiem sytuacji, w których nadrzędny charakter wobec tych interesów mają interesy lub podstawowe prawa i wolności osoby, której dane dotyczą, wymagające ochrony danych osobowych,
6. art. 6 ust. 1 lit. e) RODO, tj. przetwarzanie jest niezbędne do wykonania zadania realizowanego w interesie publicznym w ramach sprawowania władzy publicznej powierzonej administratorowi,
7. dla szczególnej kategorii danych osobowych (art. 9 i 10 RODO) przesłanką prawną przetwarzania danych osobowych jest art. 9 ust. 2 lit. g) RODO, tj. przetwarzanie jest niezbędne ze względów związanych z ważnym interesem publicznym, na podstawie prawa Unii Europejskiej lub prawa państwa członkowskiego, które są proporcjonalne do wyznaczonego celu, nie naruszają istoty prawa do ochrony danych i przewidują odpowiednie i konkretne środki ochrony praw podstawowych i interesów osoby, której dane dotyczą.
   1. Dane osobowe są lub mogą być przetwarzane przez okres:
      1. 14 dni od dnia ustalenia, że nie mają one znaczenia dla prawy – dane osobowe, które nie mają znaczenia dla rozpatrywania zgłoszenia, nie są zbierane, a w razie przypadkowego ich zebrania są niezwłocznie usuwane w ww. terminie,
      2. 3 lat po zakończeniu roku kalendarzowego, w których zakończono działania następcze, lub po zakończeniu postępowań zainicjowanych tymi działaniami – dane osobowe przetwarzane w związku z przyjęciem zgłoszenia wewnętrznego, jego rozpatrywaniem lub podjęciem działań następczych; po upływie ww. okresu PWIJHARS usuwa dane osobowe i niszczy dokumenty związane ze zgłoszeniem,
      3. 3 lat po zakończeniu roku kalendarzowego, w którym zakończono działania następcze, lub po zakończeniu postępowań zainicjowanych tymi działaniami – dane osobowe zawarte w rejestrze zgłoszeń zewnętrznych.
   2. Administrator zapewnia poufność Pani/a danych osobowych, w związku  
      z otrzymanym zgłoszeniem. W związku z tym dane te mogą być udostępnione jedynie podmiotom uprawnionym do tego na podstawie przepisów prawa oraz podmiotom, którym Administrator powierzył przetwarzanie danych w związku z prowadzonym postępowaniem wyjaśniającym, w innych przypadkach dane osobowe sygnalisty, pozwalające na ustalenie jego tożsamości, nie podlegają ujawnieniu nieupoważnionym osobom, chyba że za wyraźną zgodą sygnalisty. Dane osobowe podlegają ujawnieniu za wyraźną Pani/a zgodą.
   3. W przypadku, gdy ujawnienie danych osobowych jest koniecznym i proporcjonalnym obowiązkiem wynikającym z przepisów prawa w związku z postępowaniami wyjaśniającymi prowadzonymi przez organy publiczne lubpostępowaniami przygotowawczymi lub sądowymi prowadzonymi przez sądy, w tym w celu zagwarantowania prawa do obrony przysługującego osobie, której dotyczy zgłoszenie. Przed dokonaniem takiego ujawnienia sygnalista zostanie powiadomiony, przesyłając w postaci papierowej lub elektronicznej wyjaśnienie powodów ujawnienia jego danych osobowych, chyba że takie powiadomienie zagrozi postępowaniu wyjaśniającemu lub postępowaniu przygotowawczemu, lub sądowemu.
   4. Przysługuje Pani/u prawo do:
8. żądania dostępu do swoich danych osobowych,
9. sprostowania (poprawiania) swoich danych osobowych,
10. żądania usunięcia lub ograniczenia przetwarzania Pani/a danych osobowych,
11. sprzeciwu na przetwarzanie w/w danych osobowych - przy czym przysługuje ono jedynie w sytuacji, jeżeli dalsze przetwarzanie nie jest niezbędne do wywiązania się przez Administratora z obowiązku prawnego i nie występują inne nadrzędne prawne podstawy przetwarzania.
    1. W zakresie w jakim dane osobowe są przetwarzane w oparciu o Państwa zgodę, wyrażoną zgodę można wycofać w dowolnym momencie. Cofnięcie zgody nie będzie miało wpływu na zgodność z prawem przetwarzania, którego dokonano na podstawie zgody przed jej wycofaniem.
    2. Przysługuje Państwu prawo wniesienia skargi do Prezesa Urzędu Ochrony Danych Osobowych (adres: ul. Stawki 2, 00 - 193 Warszawa).
    3. Państwa dane osobowe nie będą przekazywane do państwa trzeciego lub organizacji międzynarodowej.
    4. Państwa dane osobowe nie będą podlegały profilowaniu lub zautomatyzowanemu podejmowaniu decyzji.
    5. Podanie danych osobowych jest warunkiem niezbędnym w celu dokonania zgłoszenia naruszenia prawa za pomocą wskazanego kanału komunikacji. Odmowa podania danych uniemożliwi skuteczne zgłoszenie naruszenia.