**Klauzula informacyjna**

1. Administratorem Państwa Danych Osobowych w rozumieniu rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (dalej RODO) jest Komendant Miejski Państwowej Straży Pożarnej w Gdańsku (ul. Beniowskiego 7, 80-382 Gdańsk, tel. 47 743 04 01, e-mail: [sekretariat@kmpsp.gda.pl).](mailto:sekretariat@kmpsp.gda.pl).)
2. W Komendzie Wojewódzkiej Państwowej Straży Pożarnej w Gdańsku wyznaczony został Inspektor Ochrony Danych, mail: ul. Sosnowa 2, 80-251 Gdańsk, tel. 58 560 15 18, e-mail [iod@straz.gda.pl](mailto:iod@straz.gda.pl).
3. Administrator przetwarza dane osobowe w zakresie niezbędnym do przyjęcia zgłoszenia lub podjęcia ewentualnego działania następczego (w tym na potrzeby analizy, weryfikacji i wyjaśnienia zgłaszanych nieprawidłowości). Dane osobowe, które nie mają znaczenia dla rozpatrywania zgłoszenia, nie są zbierane, a w razie przypadkowego zebrania są niezwłocznie usuwane. Usunięcie tych danych osobowych następuje w terminie 14 dni od chwili ustalenia, że nie mają one znaczenia dla sprawy. Podane dane osobowe będą przetwarzane przez okres niezbędny do wyjaśnienia sprawy, nie dłużej niż do upływu 3 lat po zakończeniu roku kalendarzowego, w którym przekazano zgłoszenie lub zakończono działania następcze, lub po zakończeniu postępowań zainicjowanych tymi działaniami. Podstawą prawną przetwarzania danych osobowych jest art. 6 ust. 1 lit. c (przetwarzanie jest niezbędne do wypełnienia obowiązku prawnego ciążącego na administratorze) w zw. z art. 8 ust. 4 ustawy z dnia 14 czerwca 2024 r. o ochronie sygnalistów (Dz. U. poz. 928).
4. Administrator w razie uzasadnionej potrzeby może udostępniać lub przekazywać dane osobowe organom publicznym, które na podstawie obowiązujących przepisów prawa mogą żądać wydania danych osobowych, np. prokuratura, sądy.
5. Administrator gwarantuje bezpieczeństwo danych osobowych oraz spełnienie wszystkich praw wynikających z RODO, tj. prawo dostępu, sprostowania oraz usunięcia danych, ograniczenia ich przetwarzania, niepodlegania zautomatyzowanemu podejmowaniu decyzji, w tym profilowaniu, a także prawo wyrażenia sprzeciwu wobec przetwarzania danych osobowych oraz prawo skargi do Prezesa Urzędu Ochrony Danych Osobowych.