**UMOWA NR …/GDOŚ/2024**

zawarta w dniu (zgodnie ze złożonymi przez Strony kwalifikowanymi podpisami elektronicznymi) w Warszawie, pomiędzy:

**Skarbem Państwa – Generalną Dyrekcją Ochrony Środowiska**, z siedzibą w Warszawie Al. Jerozolimskie 136, 02-305 Warszawa, NIP: 7010151052, REGON: 141628410, reprezentowanym przy zawieraniu niniejszej umowy przez:

**Panią Annę Januszewską** – Dyrektora Generalnego Generalnej Dyrekcji Ochrony Środowiska,

zwanym dalej „**Zamawiającym**”

a

………………………………,

Zwanym/ą dalej „**Wykonawcą**”.

Zamawiający i Wykonawca zwani są dalej „**Stronam**i” a każdy z nich z osobna zwany jest także „**Stroną**”.

Niniejszą umowę, zwaną dalej „**Umową**”, zawarto w wyniku udzielenia zamówienia publicznego z wyłączeniem stosowania przepisów ustawy z dnia 11 września 2019 r. – *Prawo zamówień publicznych* (t.j. Dz. U. z 2024 r. poz. 1320), zwanej dalej: „**Pzp”.**

**§ 1. Przedmiot Umowy**

1. Przedmiotem Umowy jest świadczenie usług wskazanych w ust. 3 i 4 (zwanych dalej: ,,**Usługami**”) przez Wykonawcę na rzecz Zamawiającego.
2. Wykonawca zobowiązuje się w ramach Umowy, do świadczenia Usług zgodnie z Umową oraz Opisem Przedmiotu Zamówienia, stanowiącym **Załącznik Nr 1** do Umowy (dalej także jako: „**OPZ**”).
3. Wykonawca potwierdza, że Usługi objęte Przedmiotem Umowy będą realizowane w ramach posiadanych przez Zamawiającego licencji: 
   1. ESET Inspect wchodzącej w skład pakietu ESET Protect ELITE na 270 stacjach roboczych, znajdujących się w jego sieci informatycznej;
   2. UTM Stormshield wchodzący w skład urządzeń i produktów SN1100, znajdujących się w jego sieci informatycznej.

zwanych razem łącznie dalej: „**Licencją**”.

1. Na mocy niniejszej Umowy Wykonawca zobowiązuje się do realizowania następujących Usług na rzecz Zamawiającego:
2. Przekazywanie logów do konsoli SIEM Wykonawcy z ESET Inspect, UTM Stormshield oraz Active Directory,
3. Przegląd zdarzeń na poziomie THREAT w konsoli ESET Inspect 1 raz dziennie oraz konsoli SIEM (od poniedziałku do piątku w godzinach 8:00-16:00) z uwzględnieniem wstępnej klasyfikacji ESET,
4. Sporządzenie i przekazanie raportu ze zdarzeń 1 raz w tygodniu, w formie elektronicznej na wskazane w Umowie w § 6 ust. 1 pkt. 1 adresy mailowe,
5. W sytuacjach wymagających wyjaśnienia lub potencjalnie niebezpiecznych niezwłoczny kontakt z osobą upoważnioną po stronie Zamawiającego (lista osób wskazana w § 6 ust. 1 pkt. 1),
6. Bieżące zalecenia co do konfiguracji – głównie w zakresie dodawania wykluczeń dla znanych i akceptowanych zdarzeń (po konsultacji z Zamawiającym),
7. Ustalenie zdarzeń pomijanych/uwzględnianych w raportach – w zależności od środowiska inne zachowania systemu są podejrzane (zakres raportu musi być uzgodniony – doprecyzowany w trakcie współpracy),
8. Raz w miesiącu godzinne warsztaty celem omówienia najistotniejszych zdarzeń,
9. W każdym miesiącu kalendarzowym 2 godziny asysty inżyniera systemowego w zakresie tworzenia, dodawania i modyfikowania polityk bezpieczeństwa w ESET Inspect oraz na UTM Stormshield.

**§ 2. Termin realizacji usług**

1. Usługi będą realizowane przez okres 12 miesięcy począwszy od dnia podpisania Umowy.
2. Strony potwierdzają, że Usługi będą realizowane wyłącznie drogą zdalną, w Dni Robocze w godzinach 8:00-16:00.
3. Strony zobowiązują się do wzajemnej współpracy w celu prawidłowej i terminowej realizacji Umowy.

**§ 3. Obowiązki Wykonawcy**

1. Wykonawca zobowiązuje się do realizacji Usług z należytą starannością, w czasie i zakresie uzgodnionym z Zamawiającym.
2. Wykonawca oświadcza, że posiada wiedzę i doświadczenie pozwalające na świadczenie Usług w sposób profesjonalny i zgodnie z obowiązującymi standardami przez odpowiednio wykwalifikowany zespół, legitymujący się certyfikatami wskazanymi w OPZ.
3. Wykonawca oświadcza, że przy wykonywaniu Umowy będzie kierował się najlepszą dostępną wiedzą, etyką zawodową, obowiązującymi przepisami oraz należytą starannością.
4. Wykonawca jest odpowiedzialny wobec Zamawiającego za działania lub zaniechania wszystkich osób zatrudnionych przez siebie do wykonywania Przedmiotu Umowy, a także za działania i zaniechania swoich Podwykonawców, jak za własne działania lub zaniechania.
5. Opóźnienie w wykonaniu przez Podwykonawców Przedmiotu Umowy, w tym poszczególnych Usług w ramach jej realizacji, nie zwalnia Wykonawcy z odpowiedzialności za naruszenie terminów przewidzianych Umową.

**§ 4. Obowiązki Zamawiającego**

W celu umożliwienia prawidłowego wykonania Przedmiotu Umowy Zamawiający zobowiązuje się do:

* 1. zapewnienia zdalnego dostępu Wykonawcy, w ramach realizowanych Usług, do systemów wskazanych w § 1 ust. 3 i 4,
  2. zapewnienia Wykonawcy dostępu do wymaganych logów, w ramach realizowanych Usług, do systemów wskazanych w § 1 ust. 3 i 4,
  3. udzielania Wykonawcy wszelkich informacji i materiałów niezbędnych do wykonania Usług;
  4. wyznaczenia osób, o których mowa w § 6 poniżej, pełniących funkcję administratora systemów wymienionych w § 1 ust. 3 i 4 w trakcie realizacji Usług, posiadających kompetencje w zakresie udzielania na bieżąco dodatkowych informacji na temat systemów wskazanych w § 1 ust. 3 i 4.

**§ 5. Wynagrodzenie i płatność**

1. Z tytułu prawidłowego wykonania Przedmiotu Umowy Zamawiający zapłaci Wykonawcy miesięczne wynagrodzenie w wysokości ………………….. **zł brutto** (słownie złotych brutto:……………………………………………………………), w tym należny podatek VAT, zwane dalej „**Wynagrodzeniem miesięcznym**”.
2. Strony ustalają, że wynagrodzenie Wykonawcy za realizację Przedmiotu Umowy, za cały okres realizacji Umowy, o którym mowa w § 2, nie przekroczy kwoty **…………………………………..zł brutto** (słownie złotych brutto: …………………………………………………………), w tym należny podatek VAT, dalej zwanego „**Wynagrodzeniem maksymalnym**”.
3. Wynagrodzenie, o którym mowa w ust. 1 i 2, pokrywa wszelkie koszty, jakie poniesie Wykonawca w związku z wykonywaniem Przedmiotu Umowy i wyczerpuje wszelkie roszczenia Wykonawcy z tego tytułu.
4. Wynagrodzenie miesięczne będzie płatne po zakończeniu każdego miesiąca kalendarzowego, w którym realizowane były Usługi, na podstawie prawidłowo wystawionej faktury. W przypadku świadczenia danej Usługi przez niepełny miesiąc kalendarzowy, wynagrodzenie za tę Usługę zostanie proporcjonalnie obniżone, zgodnie z ust. 5.
5. W przypadku rozpoczęcia lub zakończenia realizacji Usług w trakcie danego miesiąca kalendarzowego, wysokość wynagrodzenia należnego Wykonawcy za ten miesiąc kalendarzowy zostanie ustalona proporcjonalnie do liczby pełnych dni wykonywania Usług w danym miesiącu.
6. Podstawą do zapłaty Wykonawcy Wynagrodzenia miesięcznego, będzie prawidłowo wystawiona faktura za dany miesiąc kalendarzowy. Faktura powinna być wystawiona zgodnie z obowiązującymi przepisami i Umową oraz dostarczona do Zamawiającego nie później niż do **7 dnia** miesiąca następującego po danym miesiącu rozliczeniowym.
7. Zamawiający dokona zapłaty Wynagrodzenia przelewem na rachunek Wykonawcy wskazany na fakturze, w terminie do 21 dni kalendarzowych od daty otrzymania przez Zamawiającego prawidłowo wystawionej faktury.
8. Za datę dokonania przez Zamawiającego zapłaty Wynagrodzenia uważany będzie dzień udzielenia bankowi dyspozycji wykonania przelewu na rachunek Wykonawcy wskazany na fakturze.
9. Opis faktury (w tytule lub w uwagach) będzie zawierał skrócony opis Przedmiotu Umowy wraz z numerem Umowy.
10. Wykonawca nie może, bez uprzedniej zgody Zamawiającego wyrażonej pod rygorem bezskuteczności w formie pisemnej lub elektronicznej z podpisem kwalifikowanym, dokonać przelewu na podmiot trzeci wierzytelności wynikających z Umowy.
11. Zamawiający ma prawo do zakwestionowania prawidłowości przedstawionej faktury, o czym niezwłocznie poinformuje Wykonawcę. Do czasu wyjaśnienia wątpliwości przekazanie środków na pokrycie zakwestionowanej faktury będzie wstrzymane, bez negatywnych skutków finansowych dla Zamawiającego.
12. Wszelkie postanowienia Umowy odnoszące się do faktury Wykonawcy mają także odpowiednie zastosowanie w przypadku wystawienia przez niego rachunku, jeżeli Wykonawca zgodnie z obowiązującymi przepisami prawa posługuje się tą formą dokumentu.
13. Zamawiający dopuszcza złożenie faktury VAT w formie:

a) papierowej (oryginału) na adres Generalna Dyrekcja Ochrony Środowiska, Aleje Jerozolimskie 136 , 02-305 Warszawa, NIP: 7010151052, REGON: 141628410 (zmiana tego adresu nie wymaga zmiany Umowy, lecz jedynie poinformowania Wykonawcy o zmianie zgodnie z zasadami wynikającymi z § 7 ust. 2);

b) ustrukturyzowanego dokumentu elektronicznego, złożonego za pośrednictwem Platformy Elektronicznego Fakturowania, zwanej dalej „PEF”, zgodnie z ustawą z dnia 9 listopada 2018 r. o elektronicznym fakturowaniu w zamówieniach publicznych, koncesjach na roboty budowlane lub usługi oraz partnerstwie publiczno-prywatnym.

1. Zamawiający nie dopuszcza przesyłania innych ustrukturyzowanych dokumentów elektronicznych za wyjątkiem faktury.
2. Zamawiający informuje, iż identyfikatorem PEPPOL/adresem PEF Zamawiającego, który pozwoli na złożenie ustrukturyzowanej faktury elektronicznej, jest: 7010151052.
3. Wykonawca powiadomi Zamawiającego o przesłaniu ustrukturyzowanej faktury elektronicznej na PEF w dniu jej przesłania. Powiadomienie o przesłaniu na PEF ustrukturyzowanej faktury elektronicznej zostanie przesłane pocztą elektroniczną na adresy osób do kontaktu, o których mowa w § 6 ust. 1 pkt 1.

**§ 6. Osoby do współpracy**

1. Strony ustalają, że osobami reprezentującymi Strony w zakresie bieżącej realizacji Usług są:

1) ze strony Zamawiającego:

a) ……………………., tel.: ……, adres e-mail: ……………………………

b) ……………………., tel.: ……, adres e- mail: …………………………..

2) ze strony Wykonawcy:

a) ……………………, tel.: …….., adres e-mai: ………………………….,

b) ……………………, tel.: …….., adres e-mail: ………………………….

2. Wykonawca ma możliwość zmiany osoby, o której mowa w ust. 1 pkt 2, gdy jest to uzasadnione obiektywnymi okolicznościami, o czym jest zobowiązany niezwłocznie powiadomić Zamawiającego drogą elektroniczną, na adres poczty elektronicznej wskazany w § 7 ust. 1 pkt 1.

3. Na żądanie Zamawiającego, przekazane Wykonawcy drogą elektroniczną na adres poczty elektronicznej wskazany w § 7 ust. 1 pkt 2, Wykonawca jest zobowiązany, w terminie 3 Dni Roboczych od otrzymania takiego żądania, dokonać zmiany osoby, o której mowa w ust. 1 pkt 2 i powiadomić o tym Zamawiającego drogą elektroniczną, na adres poczty elektronicznej wskazany w § 7 ust. 1 pkt 1.

4. Zamawiający może dokonać zmiany każdej z osób, o których mowa w ust. 1 pkt 1, w każdym momencie, o czym powiadomi Wykonawcę drogą elektroniczną, na adres poczty elektronicznej wskazany w § 7 ust. 1 pkt 2.

5. Zmiana osób wymienionych w ust. 1 dokonana zgodnie z postanowieniami niniejszego paragrafu nie wymaga aneksu do Umowy.

**§ 7. Doręczenia**

1. Strony wskazują następujące dane kontaktowe, na które należy kierować korespondencję związaną z zawarciem lub realizacją Umowy:

1. dane Zamawiającego:
   1. Generalna Dyrekcja Ochrony Środowiska, Biuro Dyrektora Generalnego, Al. Jerozolimskie 136, 02-305 Warszawa,
   2. fax.:………………………………,
   3. adres poczty elektronicznej: sekretariat.bdg@gdos.gov.pl;
2. dane Wykonawcy:
3. ……………………………………………………………………………………………,
4. fax: ……………………………………..,
5. adres poczty elektronicznej: [..................................](mailto:Jaroslaw.Onacik@netia.pl).

2. Strony mają obowiązek niezwłocznego informowania się wzajemnie o każdej zmianie danych kontaktowych w formie pisemnej i na adres poczty elektronicznej drugiej Strony wskazany w ust. 1. Powyższa zmiana nie wymaga aneksu do Umowy. Korespondencja wysłana na ostatnio podane dane kontaktowe Strony uznawana będzie za skutecznie doręczoną drugiej Stronie.

3. O ile Strony nie postanowią inaczej, z zastrzeżeniem ust. 4, Strony będą doręczać sobie korespondencję związaną z zawarciem Umowy pocztą kurierską lub listem poleconym, lub pocztą elektroniczną, lub faksem, na ostatnio podane przez Stronę dane kontaktowe.

4. Oświadczenie o wypowiedzeniu lub odstąpieniu od Umowy, musi zostać złożone w formie pisemnej pod rygorem nieważności i zostać doręczone drugiej Stronie listem poleconym lub pocztą kurierską, na ostatnio podany przez Stronę adres.

5. Korespondencję wysyłaną pocztą elektroniczną uważa się za doręczoną w momencie jej wysłania odpowiednio – w przypadku korespondencji kierowanej do Zamawiającego – na adres poczty elektronicznej wskazany w ust. 1 pkt 1, a w przypadku korespondencji kierowanej do Wykonawcy – na adres poczty elektronicznej wskazany w ust. 1 pkt 2.

6. Listy polecone, adresowane na ostatnio podany adres Strony, zwrócone przez pocztę lub firmę kurierską ze względu na niepodjęcie przez adresata w terminie, będą traktowane jako skutecznie doręczone z upływem czternastego dnia od dnia pierwszej próby doręczenia.

**§ 8. Zachowanie poufności**

1. Umowa jest jawna i podlega udostępnianiu na zasadach określonych w przepisach o dostępie do informacji publicznej.
2. Zamawiający ma prawo podać do publicznej wiadomości informacje o przedmiocie Umowy, Wykonawcy oraz wysokości Wynagrodzenia.
3. W rozumieniu Umowy „Informacjami Poufnymi” są nieujawnione do wiadomości publicznej informacje, w szczególności techniczne, technologiczne, organizacyjne, handlowe lub administracyjne, w posiadanie których Wykonawca wszedł w związku z wykonywaniem Przedmiotu Umowy lub ujawnione drugiej Stronie w dowolnej formie, w tym ustnie, pisemnie, drogą elektroniczną, na dowolnych nośnikach, także w formie rysunków, fotografii, nagrań, plików, których ujawnienie przez jedną ze Stron mogłoby narazić drugą Stronę na szkodę.
4. Informacjami Poufnymi są w szczególności:
5. dane osobowe w rozumieniu Rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych),
6. bazy danych wraz z ich strukturą,
7. dzienniki zdarzeń (logi) generowane przez urządzenia komputerowe lub systemy teleinformatyczne,
   1. dane konfiguracyjne urządzeń komputerowych, sieci i systemów teleinformatycznych lub ich elementów składowych,
   2. dane konfiguracyjne systemów zabezpieczenia logistycznego Zamawiającego (np. monitoring wizyjny, system ochrony ppoż.),
   3. zapisy systemu monitoringu wizyjnego lub nagrań rozmów telefonicznych,
   4. informacje o fizycznej lokalizacji pomieszczeń biurowych i technicznych w budynku Zamawiającego,
   5. informacje o fizycznej lokalizacji sieci i urządzeń komputerowych lub ich elementów składowych,
   6. projekty sieci i systemów teleinformatycznych niezależnie od fazy projektu,
   7. wykazy sprzętu i oprogramowania, w tym klucze licencyjne,
   8. loginy i hasła dostępowe (kody dostępowe) do urządzeń komputerowych, systemów teleinformatycznych lub systemy zabezpieczenia logistycznego,
   9. Plan Audytu,
   10. narzędzia, know-how i metodyka pracy Wykonawcy.
8. Wykonawca zobowiązany jest chronić Informacje Poufne i zachować je w ścisłej poufności przy zachowaniu należytej staranności i odpowiednich środków, które stosuje do ochrony własnych Informacji Poufnych, bez względu na sposób, w jaki wszedł w ich posiadanie. Wykonawca zastrzega sobie prawo zarchiwizowania jedynie tych danych, które są niezbędne na potrzeby udokumentowania wykonania Usług objętych Umową, i zachowania ich przez okres 1 roku od daty wygaśnięcia niniejszej umowy.
9. Wykonawca nie może, bez uprzedniej pisemnej zgody Zamawiającego, wykorzystywać, upubliczniać lub udostępniać Informacji Poufnych w innych celach niż wynikające z Umowy.
10. Postanowienia ust. 6 nie dotyczą informacji publicznych, informacji powszechnie znanych oraz informacji, których udostępnienie następuje na żądanie organów administracji publicznej, jednostek samorządu terytorialnego, sądów, prokuratury lub instytucji organizacji międzynarodowych, w zakresie w jakim te organy lub instytucje są uprawnione do żądania danych na podstawie odrębnych przepisów.
11. Wykonawca, jego personel zatrudniony przy realizacji Umowy, pracownicy, członkowie władz, współpracownicy, doradcy, przedstawiciele lub podwykonawcy mają prawo do wykorzystywania Informacji Poufnych wyłącznie w celach określonych w Umowie. Wykonawca ograniczy dostęp do nich wyłącznie do tych członków personelu, pracowników, członków władz, współpracowników, doradców lub przedstawicieli, jak również osób, które muszą mieć do nich dostęp w związku z ich zaangażowaniem w ramach Umowy, w szczególności podwykonawców. Za naruszenie poufności przez personel, pracowników, członków władz, współpracowników, doradców, przedstawicieli lub podwykonawców Wykonawca odpowiada jak za własne działania.
12. Wykonawca zobowiązuje się do przestrzegania, przy wykonywaniu Umowy, wszystkich postanowień zawartych w obowiązujących przepisach prawa związanych z ochroną danych, a także z ochroną Informacji Poufnych.
13. Wykonawca, jego personel zatrudniony przy realizacji Umowy, jego pracownicy, członkowie władz, współpracownicy, doradcy, przedstawiciele lub podwykonawcy,zobowiązani są zabezpieczyć w sposób należyty przed dostępem osób trzecich Informacje Poufne, w tym nośniki, na których te informacje lub materiały zostały utrwalone oraz wszelkie narzędzia, przy użyciu których będą mieli dostęp do informacji i materiałów objętych niniejszym paragrafem.
14. Wykonawca zobowiązany jest, po wykonaniu Umowy, do zwrócenia Zamawiającemu wszystkich materiałów uzyskanych od Zamawiającego i wytworzonych podczas realizacji Umowy oraz skasowania wszystkich wskazanych wyżej materiałów z nośników danych.
15. Za naruszenie poufności Zamawiający ma prawo dochodzić od Wykonawcy odszkodowania na zasadach prawa powszechnie obowiązującego w takim zakresie, aby w pełni zrekompensować poniesione szkody.
16. Obowiązek zachowania poufności i związanej z tym odpowiedzialności pozostają w mocy od dnia podpisania niniejszej Umowy oraz przez okres 5 lat od dnia jej wygaśnięcia zgodnie z § 2 ust. 1, nawet w przypadku wcześniejszego zaprzestania świadczenia usług przez Wykonawcę na rzecz Zamawiającego.

**§ 9. Kary umowne**

1. W wypadku niewykonania lub nienależytego wykonania przez Wykonawcę Umowy, w szczególności niedotrzymania zasad i warunków świadczenia Usług zgodnie z § 1 ust. 3 i 4, Zamawiający będzie uprawniony według swego wyboru do:
2. odstąpienia od Umowy najpóźniej w terminie do czternastego dnia miesiąca kalendarzowego następującego po miesiącu, w którym doszło do naruszenia obowiązku umownego, i żądania od Wykonawcy zapłaty kary umownej w wysokości 20% Wynagrodzenia maksymalnego, lub
3. wyznaczenia terminu dodatkowego dla realizacji naruszonego obowiązku i żądania od Wykonawcy zapłaty kary umownej w wysokości 0,5% Wynagrodzenia miesięcznego za każdy dzień zwłoki, począwszy od dnia, w którym nie zrealizowano lub nie zrealizowano należycie Usług, przy czym naliczona w ten sposób kara umowna za zwłokę nie przekroczy 10% Wynagrodzenia miesięcznego, zaś w przypadku bezskutecznego upływu terminu, o którym mowa wyżej, Zamawiający może ponadto skorzystać z uprawnień, o których mowa w pkt 1 – w takim przypadku 14-dniowy termin na odstąpienie liczony jest od dnia upływu wyznaczonego, dodatkowego terminu .
4. Wykonawca zapłaci Zamawiającemu karę umowną w wysokości 10% Wynagrodzenia maksymalnego za każdy przypadek naruszenia obowiązków związanych z powierzeniem przetwarzania danych osobowych, o których mowa w § 11, lub postanowień dotyczących poufności, o których mowa w § 8, a także w przypadku utraty – na skutek realizacji Przedmiotu Umowy przez Wykonawcę – dostępności, integralności lub poufności innych danych (niż dane osobowe) znajdujących się w systemach informatycznych Zamawiającego, w szczególności w przypadku:
   1. wykorzystania bez zgody Zamawiającego informacji uzyskanych przez Wykonawcę w związku z realizacją Umowy do celów innych niż realizacja Umowy;
   2. niezachowania poufnego charakteru informacji, w szczególności informacji dotyczących danych osobowych, a także informacji, z którymi Wykonawca albo osoby świadczące pracę na jego rzecz w dowolnej formie oraz osoby, przy pomocy których wykonuje on obowiązki wynikające z Umowy, zapoznały się przy wykonywaniu Umowy, w tym informacji ekonomicznych, technicznych, handlowych i organizacyjnych;
   3. niezachowania wymaganych przepisami RODO lub wynikającymi z Umowy zasad ochrony danych osobowych, które doprowadziły do ich wycieku, bezprawnego usunięcia, utraty, modyfikacji lub do naruszenia praw osób trzecich;
   4. dalszego powierzenia przetwarzania danych osobowych, które zostały Wykonawcy powierzone, z naruszeniem zasad określonych w § 11 ust. 16-20.
5. W przypadku naruszenia przez Wykonawcę obowiązków Umownych w inny sposób niż wskazany w ust. 1-2, Zamawiający będzie uprawniony do żądania od Wykonawcy zapłaty kary umownej w wysokości 5.000,00 zł (słownie: pięć tysięcy złotych) za każdy przypadek.
6. Suma kar nałożonych na Wykonawcę nie może przekroczyć 30% Wynagrodzenia maksymalnego, tj. całości wynagrodzenia należnego Wykonawcy za cały okres realizacji niniejszej Umowy.
7. Jeżeli wartość szkody przewyższy wartość zastrzeżonych kar umownych, Zamawiający ma prawo dochodzenia odszkodowania uzupełniającego do pełnej wartości poniesionej szkody na zasadach ogólnych.
8. Wykonawca wyraża nieodwoływalną zgodę na potrącenie kar umownych z Wynagrodzeniem, o którym mowa w § 5 ust. 1 i 2.
9. Jeżeli całkowite potrącenie nie będzie możliwe, Wykonawca zobowiązuje się do zapłacenia kar umownych w terminie 14 (słownie: czternastu) dni kalendarzowych od dnia otrzymania wezwania do zapłaty, na rachunek wskazany w wezwaniu.

**§ 10. Siła wyższa**

1. Strony nie są odpowiedzialne za naruszenie obowiązków wynikających z Umowy w przypadku, gdy wyłączną przyczyną naruszenia będzie działanie siły wyższej.
2. Przez siłę wyższą należy rozumieć zdarzenie zewnętrzne, którego Strony nie mogły przewidzieć i któremu nie mogły zapobiec, uniemożliwiające wykonanie Umowy w całości lub części, na stałe lub na pewien czas, któremu Strona nie mogła przeciwdziałać przy zachowaniu należytej staranności i które nie wynikło wskutek błędów lub zaniedbań Strony dotkniętej jej działaniem.
3. Na czas działania siły wyższej ulegają zawieszeniu te obowiązki Strony, których nie jest ona w stanie wykonać ze względu na działanie tej siły.
4. W przypadku zaistnienia siły wyższej Strona, której dotyczy działanie tej siły, zobowiązana jest niezwłocznie poinformować drugą Stronę na piśmie o jej wystąpieniu, ze wskazaniem przewidywanego czasu trwania przeszkody w realizacji obowiązków wynikających z Umowy, spowodowanej działaniem siły wyższej.

**§ 11. Dane Osobowe**

1. Zamawiający oraz Wykonawca, jako administratorzy danych osobowych uzyskanych od siebie w związku z podpisaniem i realizacją Umowy, zobowiązani są do przestrzegania właściwych przepisów o ochronie danych osobowych, w szczególności rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE, zwanego dalej „RODO”, oraz jakichkolwiek podobnych lub analogicznych praw, wymogów ustawowych lub kodeksów postępowania regulujących użytkowanie, przechowywanie lub przesyłanie danych osobowych oraz zobowiązują się do niedopuszczenia do żadnych działań mogących spowodować naruszenie lub w inny sposób skutkować naruszeniem przez którąkolwiek ze Stron tych regulacji.
2. W związku z zawarciem Umowy dochodzi do przekazywania pomiędzy Stronami, jako administratorami danych, następujących danych osobowych:

1) danych osób reprezentujących drugą Stronę;

2) danych osób wyznaczonych przez drugą Stronę do kontaktów w celu dokonywania bieżących uzgodnień w związku z realizacją Umowy.

1. Strony oświadczają, że osoby wymienione w ust. 2 zostaną zaznajomione przez Stronę, w imieniu której występują, z klauzulą informacyjną drugiej Strony dotyczącą przetwarzania danych osobowych. Klauzula informacyjna Zamawiającego stanowi załącznik nr 3 do Umowy. Wykonawca przekaże Zamawiającemu swoją klauzulę informacyjną niezwłocznie po zawarciu Umowy.
2. Wykonawca potwierdza, iż dla danych osobowych przetwarzanych w związku z wykonaniem Przedmiotu Umowy (innych niż te, o których mowa w ust. 2), jest Stroną przetwarzającą, a Zamawiający jest administratorem tych danych udostępnionych Wykonawcy w związku z realizacją Przedmiotu Umowy. Zamawiający działając w charakterze administratora danych, bez uszczerbku dla postanowień ust. 1-3, powierza w trybie art. 28 RODO przetwarzanie danych osobowych na warunkach opisanych w treści niniejszego paragrafu. Każde pisemne uzgodnienie dokonane z udziałem upoważnionego przedstawiciela Zamawiającego należy traktować jako udokumentowane polecenie administratora, wyłącznie na podstawie którego Wykonawca ma prawo i obowiązek przetwarzać dane osobowe objęte Umową.
3. Treść ust. 4 §stanowi udokumentowane polecenie Administratora przetwarzania danych osobowych.
4. Zamawiający powierza Wykonawcy do przetwarzania dane osobowe następujących kategorii podmiotów:
5. pracowników / współpracowników Zamawiającego,
6. Gości korzystających z sieci Zamawiającego
7. Klientów (petentów) i kontrahentów oraz ich pracowników komunikujących się z Zamawiającym przez sieć teleinformatyczną.

w zakresie danych osobowych zwykłych, w szczególności w postaci:

1. loginu użytkownika,
2. danych logowania, takie jak informacja o czasie logowania i wylogowania, informacja o odwiedzanych stronach i uruchamianych aplikacjach, czas sesji,
3. informacje o połączeniu takie jak: adres IP, numer portu, czas połączenia, czas trwania sesji, przybliżona lokalizacja,
4. Informacje o urządzeniu, takie jak: identyfikator urządzenia, system operacyjny, wersja przeglądarki.
5. Wykonawca na podstawie Umowy upoważniony jest do przetwarzania danych osobowych wyłącznie w zakresie realizacji Umowy w szczególności w celu:
6. monitorowania bezpieczeństwa IT,
7. badania i analizowania ruchu sieciowego.
8. Ponadto Wykonawca może przetwarzać powierzone mu dane osobowe w zakresie wymaganym przez przepisy powszechnie obowiązującego prawa, przy czym w takiej sytuacji powiadamia o tym Zamawiającego przed rozpoczęciem przetwarzania, chyba że sprzeciwiają się temu powszechnie obowiązujące przepisy prawa.
9. Wykonawca zobowiązany jest do przetwarzania powierzonych mu danych osobowych w sposób zgodny z Umową i w zakresie niezbędnym do wykonania przedmiotu umowy, z zachowaniem należytej staranności, przy uwzględnieniu zawodowego charakteru prowadzonej przez siebie działalności.
10. Wykonawca ponosi wszelkie koszty związane z przetwarzaniem przez niego danych osobowych w ramach Umowy.
11. Wykonawca przeprowadza i dokumentuje analizę ryzyka przetwarzania powierzonych mu danych osobowych z perspektywy ryzyka dla praw i wolności osób, których dane dotyczą. W oparciu o uzyskany wynik analizy ryzyka, a także koszt wdrożenia, zakres kontekst i cele przetwarzania oraz aktualną wiedzę techniczną, Wykonawca wdraża odpowiednie środki techniczne i organizacyjne zapewniające odpowiedni poziom bezpieczeństwa danych osobowych.
12. Wykonawca dopuszcza do przetwarzania powierzonych mu przez Zamawiającego danych osobowych wyłącznie osoby posiadające upoważnienie do przetwarzania danych osobowych nadane przez Wykonawcę i zobowiązane do zachowania w tajemnicy danych osobowych, do których uzyskają dostęp zarówno przez czas trwania zatrudnienia (współpracy) u Wykonawcy, jak też po jego ustaniu. Wykonawca prowadzi rejestr upoważnień do przetwarzania danych osobowych.
13. Wykonawca zobowiązany jest do prowadzenia rejestru kategorii przetwarzania danych osobowych, o którym mowa w art. 30 ust. 2 RODO, a także innej dokumentacji wymaganej od podmiotu przetwarzającego na gruncie RODO oraz przepisów krajowych w zakresie ochrony danych osobowych.
14. Wykonawca współdziała z Zamawiającym w zakresie realizacji żądań osób, których powierzone dane osobowe dotyczą, co polega w szczególności na tym, że:
15. Wykonawca przekazuje Zamawiającemu każde żądanie pochodzące od osoby, której dotyczą powierzone dane osobowe, które związane jest z realizacją praw przysługujących takiej osobie na gruncie RODO. Żądanie powinno być przekazane Zamawiającemu nie później niż w ciągu 3 dni roboczych (dni od poniedziałku do piątku, z wyłączeniem dni ustawowo wolnych od pracy) od jego wpłynięcia do Wykonawcy;
16. Wykonawca na żądanie Zamawiającego udziela wyjaśnień związanych z procesem przetwarzania powierzonych danych osobowych, w tym weryfikuje posiadanie w zasobach powierzonych danych osobowych określonych informacji, jeżeli jest to niezbędne do zrealizowania przez Wykonawcę uprawnień osoby, której dane dotyczą;
17. Wykonawca na żądanie Zmawiającego przekazuje kopie powierzonych do przetwarzania danych osobowych w formacie nadającym się do maszynowego odczytu, chyba że powierzenie dotyczy innych danych osobowych niż dane w postaci cyfrowej.
18. Wykonawca pomaga Zamawiającemu w zapewnieniu odpowiedniego poziomu bezpieczeństwa powierzonych do przetwarzania danych osobowych, w tym wykonywania obowiązków wynikających z art. 32-36 RODO, w szczególności przez:
19. przeprowadzanie analizy ryzyka i wdrażanie środków technicznych i organizacyjnych;
20. bieżące testowanie wdrożonych środków technicznych i organizacyjnych, które mają na celu zabezpieczenie powierzonych do przetwarzania danych osobowych;
21. reagowanie na każdą informację dotycząca potencjalnego naruszenia ochrony danych osobowych, poprzez przeprowadzenie stosownego postępowania wyjaśniającego, celem ustalenia, czy faktycznie doszło do naruszenia;
22. zawiadamianie Zamawiającego o każdym naruszeniu lub podejrzeniu naruszenia ochrony danych osobowych, jeżeli naruszenie to obejmować może powierzone dane osobowe, w terminie nie dłuższym niż 24 godziny od otrzymania informacji o takim naruszeniu lub podejrzeniu jego wystąpienia. Zawiadomienie powinno obejmować, w miarę możliwości, co najmniej informacje, o których mowa w art. 33 ust. 3 RODO. Wykonawca przekazuje zawiadomienie na adres e-mail Zamawiającego oraz wyznaczonego przez niego inspektora ochrony danych, które wskazane zostały w § 8;
23. współpracowanie z Zamawiającym i wyznaczonym przez niego inspektorem ochrony danych w zakresie wyjaśniania przyczyn naruszenia ochrony danych osobowych, ustalenia ryzyka naruszenia praw lub wolności osób, których dane dotyczą i zostały dotknięte naruszeniem, zapobiegania takim naruszeniom w przyszłości, ustalania skali naruszenia, możliwych konsekwencji takiego zdarzenia i możliwych skutków dla osób, których dane dotyczą, w tym umożliwienie Zamawiającemu dokonania audytu po wystąpieniu naruszenia;
24. współpracowanie z Zamawiającym w zakresie zgłoszenia naruszenia ochrony danych osobowych Prezesowi Urzędu Ochrony Danych Osobowych (Prezes UODO), w tym w zakresie udzielania odpowiedzi na żądania Prezesa UODO, które dotyczą naruszenia ochrony danych osobowych powierzonych do przetwarzania Wykonawcy;
25. współpracowanie z Zamawiającym w zakresie informowania osób, których dane dotyczą o naruszeniu ochrony ich danych osobowych, które zostały powierzone do przetwarzania Wykonawcy.
26. Wykonawca niezwłocznie informuje Zamawiającego o wszelkich kontrolach lub inspekcjach, które mają zostać u niego przeprowadzone, a które dotyczą przetwarzania przez Wykonawcę danych osobowych, w szczególności o kontrolach prowadzonych przez Prezesa UODO lub inny organ administracji publicznej. Wykonawca zawiadamia też Zamawiającego o każdym żądaniu ujawniania danych osobowych powierzonych przez Zamawiającego do przetwarzania, chyba że sprzeciwiają się temu przepisy powszechnie obowiązującego prawa.
27. Wykonawca zobowiązuje się do nieprzekazywania danych osobowych do państwa trzeciego lub organizacji międzynarodowej bez wcześniejszej pisemnej zgody Zamawiającego, chyba że obowiązek takiego przekazania wynika z powszechnie obowiązujących przepisów prawa – w takiej sytuacji Wykonawca informuje o tym Zamawiającego przed rozpoczęciem przetwarzania danych osobowych, o ile nie zabraniają mu tego przepisy prawa.
28. Wykonawca zobowiązany jest na każde żądanie Zamawiającego, w ciągu 3 dni od otrzymania takiego żądania, przekazać Zamawiającemu dokumentacje związaną z przetwarzaniem powierzonych danych osobowych, a w szczególności dokumentację, o której mowa w ust. 8 i 10. Żądanie udostępnienia dokumentacji może być przekazane w formie wiadomości e-mail na adres e-mail Wykonawcy.
29. Zamawiający wyraża zgodę na powierzenie przetwarzania danych osobowych objętych Umową przez Wykonawcę do dalszego przetwarzania przez jego podwykonawców (podpowierzenie), jeżeli jest to niezbędne do realizacji Umowy, przy czym podwykonawcy, którym Wykonawca powierza przetwarzanie danych osobowych objętych Umową, muszą spełniać te same obowiązki, które obciążają Wykonawcę na mocy Umowy.
30. Wykonawca może dokonać dalszego powierzenia przetwarzania danych jedynie takiemu podwykonawcy, który gwarantuje wdrożenie odpowiednich środków technicznych i organizacyjnych, by przetwarzanie danych odpowiadało wymogom RODO. W tym celu powinien on dokonać weryfikacji takiego podwykonawcy.
31. Przed dalszym powierzeniem przetwarzania danych osobowych objętych Umową Wykonawca zobowiązany jest poinformować Zamawiającego o tożsamości podwykonawcy przez wskazanie jego: imienia i nazwiska lub firmy, numeru NIP lub KRS, a także określenie zakresu planowanego dalszego powierzenia. Informacja powinna być przekazana na adres e-mail Zamawiającego. Zamawiający w ciągu 7 dni od otrzymania informacji wyraża zgodę na dalsze powierzenie przetwarzania danych osobowych lub odmawia jej wyrażenia.
32. Dalsze powierzenie przetwarzania danych przez Wykonawcę nie może dotyczyć całości wykonania Umowy, jak też nie może naruszać praw lub wolności osób, których dane dotyczą.
33. Wykonawca dokonuje dalszego powierzenia przetwarzania danych na podstawie umowy zawartej z podwykonawcą, w której podwykonawca powinien dać te same gwarancje i przekazać obowiązki, jakie zostały nałożone na Wykonawcę postanowieniami Umowy.
34. Wykonawca ponosi wobec Zamawiającego pełną odpowiedzialność za wszelkie działania i zaniechania podwykonawcy, któremu powierzył przetwarzanie danych osobowych objętych Umową.
35. Wykonawca zobowiązany jest udzielać Zamawiającemu oraz wyznaczonemu przez niego inspektorowi ochrony danych, wszelkich informacji oraz wyjaśnień dotyczących przetwarzania powierzonych danych osobowych.
36. Zamawiający oraz wyznaczony przez niego inspektor ochrony danych upoważnieni są do przeprowadzania u Wykonawcy audytów oraz inspekcji związanych z przetwarzaniem powierzonych danych osobowych, a w szczególności z ich należytym zabezpieczeniem.
37. Audyty oraz inspekcje dokonywane mogą być po wcześniejszym zawiadomieniu Wykonawcy o planowanym terminie takich czynności, nie później niż na 3 dni wcześniej. W trakcie audytu lub inspekcji Zamawiający lub inspektor ochrony danych mają prawo, w szczególności:
38. wstępu do pomieszczeń, w których przetwarzane są powierzone dane osobowe;
39. wglądu do dokumentacji związanej z przetwarzaniem powierzonych danych osobowych;
40. żądania udzielenia przez Wykonawcę wyjaśnień związanych z przetwarzaniem powierzonych danych osobowych.
41. W razie stwierdzenia w ramach audytu lub inspekcji nieprawidłowości w zakresie przetwarzania przez Wykonawcę powierzonych mu danych osobowych, w szczególności w zakresie zabezpieczenia tych danych lub realizacji innych obowiązków wynikających z Umowy, Wykonawca zobowiązuje się do usunięcia nieprawidłowości w terminie nie dłuższym niż 7 dni od otrzymania, w formie pisemnej, informacji o nieprawidłowościach.  Informacja o nieprawidłowościach może być również przekazane drogą elektroniczną na adres e-mail Wykonawcy.
42. Wykonawca odpowiada za niezgodne z Umową lub przepisami RODO przetwarzanie powierzonych danych osobowych, w tym za działania i zaniechania własne, a także swoich pracowników i podwykonawców.
43. W przypadku utrudniania lub uniemożliwienia przez Wykonawcę dokonania przez Zamawiającego audytu lub inspekcji albo nieusunięcia nieprawidłowości wskazanych przez Zamawiającego, Zamawiający uprawniony jest do nałożenia na Wykonawcę kary umownej w wysokości 15.000 zł (słownie: piętnaście tysięcy złotych) za każde z takich zdarzeń. Niezależnie od uprawnienia do nałożenia kary umownej, Zamawiający może w razie wystąpienia któregokolwiek z ww. zdarzeń, rozwiązać Umowę w trybie natychmiastowym (bez zachowania okresu wypowiedzenia) z przyczyn obciążających Wykonawcy.
44. Kara umowna określona w ust. 27 będzie należna Zamawiającemu niezależnie od faktycznie poniesionej szkody i bez konieczności jej wykazywania, a płatne będą w terminie 7 dni od wystawienia noty obciążeniowej i przekazania jej na adres e-mail Wykonawcy.
45. W przypadku nałożenia na Zamawiającego prawomocnej administracyjnej kary pieniężnej lub zasądzenia od Zamawiającego odszkodowania w związku z niezgodnym z prawem przetwarzaniem danych osobowych przez Wykonawcę lub związanych z naruszeniem przez Wykonawcę obowiązków, Wykonawca ponosi wobec Zmawiającego odpowiedzialność w wysokości 100% wartości administracyjnej kary pieniężnej lub odszkodowania, które zostało nałożone na Zamawiającego.

**§ 12. Postanowienia końcowe**

1. W sprawach nieuregulowanych Umową mają zastosowanie powszechnie obowiązujące przepisy prawa.
2. Wszelkie spory mogące wyniknąć z Umowy będą rozstrzygane przez sąd właściwy dla siedziby Zamawiającego.
3. Przez użyty w Umowie termin „**Dni Robocze**” Strony zgodnie uznają dni od poniedziałku do piątku, z wyłączeniem dni ustawowo wolnych od pracy wskazanych w ustawie z dnia 18 stycznia 1951 r. *o dniach wolnych od pracy* (tj. Dz. U. z 2020 r. poz. 1920) lub wskazanych jako wolne od pracy przez Szefa Kancelarii Prezesa Rady Ministrów (o tych ostatnich Zamawiający zobowiązany jest jednak powiadomić Wykonawcę).
4. Definicja pojęć zawarte w OPZ mają zastosowanie również do Umowy.
5. Jeżeli w Umowie termin określono w dniach (a nie w Dniach roboczych) należy przez to rozumieć dni kalendarzowe.
6. Załącznikami do Umowy, stanowiącym jej integralną część są:

1) załącznik nr 1 – Opis Przedmiotu Zamówienia;

2) załącznik nr 2 – Oferta Wykonawcy;

3) załącznik nr 3 – Klauzula informacyjna Zamawiającego.

**Zamawiający** **Wykonawca**

/podpisane przy użyciu kwalifikowanych podpisów elektronicznych/

**Załącznik nr 1 do Umowy /GDOŚ/2024**

**OPIS PRZEDMIOTU ZAMÓWIENIA**

*(w odrębnym pliku)*

**Załącznik nr 2 do Umowy /GDOŚ/2024**

**OFRETA WYKONAWCY**

*(w odrębnym pliku)*

**Załącznik nr 3 do Umowy /GDOŚ/2024**

**KLAUZULA INFORMACYJNA**

W związku z obowiązywaniem od dnia 25 maja 2018 r. rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (Dz. Urz. UE L 119, str. 1), zwanego dalej „RODO”, informuję, że:

1. Administratorem Pani/Pana danych osobowych jest Generalny Dyrektor Ochrony Środowiska z siedzibą w Warszawie, Aleje Jerozolimskie 136, 02-305 Warszawa, tel.: 22 310 67 00, e-mail: kancelaria@gdos.gov.pl. Szczegółowe dane kontaktowe podane są na stronie internetowej GDOŚ: https://www.gov.pl/web/gdos/kontakt5;
2. kontakt z inspektorem ochrony danych w Generalnej Dyrekcji Ochrony Środowiska jest możliwy za pomocą adresu e-mail: inspektor.ochrony.danych@gdos.gov.pl;
3. Pani/Pana dane osobowe będą przetwarzane:
4. jeżeli jest Pani/Pan stroną Umowy:

* na podstawie art. 6 ust. 1 lit. b) RODO, tj.: w celu zawarcia i realizacji umowy oraz podjęcia działań przed zawarciem umowy,
* na podstawie art. 6 ust. 1 lit. c) RODO, tj.: w celu wypełniania obowiązku prawego ciążącego na Administratorze związanym z prowadzeniem ksiąg rachunkowych i dokumentacji podatkowej,
* na podstawie art. 6 ust. 1 lit. f) RODO, tj.: do celów wynikających z prawnie uzasadnionych interesów Administratora, polegających m.in. na zapewnieniu ciągłego i niezakłóconego prowadzenia działalności, wewnętrznych celów administracyjnych (w tym zarządzania usługami),  niezbędnych rozliczeń w  związku z zawartą umową, ustaleniu, dochodzeniu lub obronie roszczeń oraz przed roszczeniami;

1. jeżeli jest Pani/Pan osobą fizyczną reprezentującą osobę prawną lub jednostkę organizacyjną będącą Wykonawcą umowy lub osobą fizyczną (pracownikiem, współpracownikiem) wskazaną przez Wykonawcę do realizacji przedmiotu umowy, dane osobowe będą przetwarzane na podstawie art. 6 ust. 1 lit. f) RODO, tj.: do celów wynikających z prawnie uzasadnionych interesów Administratora, polegających m.in. na zapewnieniu ciągłego i niezakłóconego prowadzenia działalności, wewnętrznych celów administracyjnych (w tym zarządzania usługami), niezbędnych rozliczeń w związku z zawartą umową, ustaleniu, dochodzeniu lub obronie roszczeń oraz przed roszczeniami;
2. Jeżeli reprezentuje Pani/Pan Wykonawcę lub jest Pani/Pan osobą wskazaną przez Wykonawcę do realizacji przedmiotu umowy, pozyskujemy Pani/Pana dane od Wykonawcy. W innych przypadkach pozyskujemy dane bezpośrednio od Pani/Pana;
3. Administrator będzie przetwarzał następujące kategorie danych osobowych: imię i nazwisko, stanowisko, nazwa organizacji reprezentowanej, dane kontaktowe (adres     
   e-mail, nr telefonu);
4. Pani/Pana dane osobowe mogą być udostępniane przez Generalnego Dyrektora Ochrony Środowiska podmiotom upoważnionym do uzyskania informacji na podstawie powszechnie obowiązujących przepisów prawa;
5. Pani/Pana dane osobowe mogą być powierzane w niezbędnym zakresie podmiotom realizującym zadania na rzecz Administratora danych. Powierzenie danych może nastąpić jedynie na podstawie umowy lub innego instrumentu prawnego;
6. Pani/Pana dane osobowe nie będą przez Generalnego Dyrektora Ochrony Środowiska przekazywane do państwa trzeciego/organizacji międzynarodowej;
7. Pani/Pana dane osobowe będą przetwarzane przez okres, o którym mowa w przepisach ustawy z dnia 14 lipca 1983 r. o narodowym zasobie archiwalnym i archiwach oraz w Jednolitym rzeczowym wykazie akt obowiązującym w Generalnej Dyrekcji Ochrony Środowiska;
8. ma Pani/Pan prawo dostępu do swoich danych, ich sprostowania, żądania usunięcia, sprzeciwu wobec przetwarzania opartego o art. 6 ust. 1 lit. e) lub f) RODO i ograniczenia przetwarzania. Ma Pani/Pan również prawo wniesienia skargi do Prezesa Urzędu Ochrony Danych Osobowych, gdy uzna Pani/Pan, iż przetwarzanie danych osobowych Pani/Pana dotyczących narusza przepisy RODO;
9. w stosunku do osób, których dane osobowe dotyczą, nie będą podejmowane decyzje w oparciu o zautomatyzowane przetwarzanie, w tym dane nie będą podlegały profilowaniu, co mogłoby znacząco wpłynąć na Panią/Pana.