**Załącznik nr 5 do zapytania**

**WYKAZ OSÓB**

**skierowanych przez wykonawcę do realizacji zamówienia**

dotyczy warunku udziału w procedurze rozeznania rynku, której przedmiotem są usługi testów bezpieczeństwa weryfikujące skuteczność ochrony systemów teleinformatycznych MRiT

|  |  |  |  |
| --- | --- | --- | --- |
| **Lp.** | **Imię i nazwisko osoby,** **która będzie uczestniczyła w wykonywaniu zamówienia** | **Doświadczenie zawodowe lub kwalifikacje****(zawarte tu informacje muszą jednoznacznie potwierdzać wymagania określone w zapytaniu pkt V ppkt 2** | **Informacja o podstawie do dysponowania osobą** |
| **1** | **………………** | posiada co najmniej średnie wykształcenie, a także posiada aktualne kompetencje merytoryczne potwierdzone poniżej wskazanymi certyfikatami:1. CISA (aktualny i wydany przez isaca.org),
2. CISSP (aktualny i wydany przez ISC2.org)
3. Audytor Wiodący normy ISO 27001 (aktualny i wydany przez akredytowane organizacje certyfikujące),
4. eWPTv1 lub WAPTXv2 (wydany przez eLearn Security – elearnsecurity.com),
5. CMWAPT (wydany przez IACRB – iacertification.org) lub CEH (wydany przez EC-Council),
6. OSCP (aktualny i wydany przez Offensive Security),
7. CPTE (aktualny i wydany przez Mile2.com),
8. GIAC (aktualny i wydany przez giac.org).

(właściwe zostawić, niewłaściwe skreślić) | **Zasób własny\*/Zasób udostępniony\*** |
| **2** | **………………** | posiada co najmniej średnie wykształcenie, a także posiada aktualne kompetencje merytoryczne potwierdzone poniżej wskazanymi certyfikatami:1. CISA (aktualny i wydany przez isaca.org),
2. CISSP (aktualny i wydany przez ISC2.org)
3. Audytor Wiodący normy ISO 27001 (aktualny i wydany przez akredytowane organizacje certyfikujące),
4. eWPTv1 lub WAPTXv2 (wydany przez eLearn Security – elearnsecurity.com),
5. CMWAPT (wydany przez IACRB – iacertification.org) lub CEH (wydany przez EC-Council),
6. OSCP (aktualny i wydany przez Offensive Security),
7. CPTE (aktualny i wydany przez Mile2.com),
8. GIAC (aktualny i wydany przez giac.org).

(właściwe zostawić, niewłaściwe skreślić) | **Zasób własny\*/Zasób udostępniony \*** |
| **3** | **………………** | posiada co najmniej średnie wykształcenie, a także posiada aktualne kompetencje merytoryczne potwierdzone poniżej wskazanymi certyfikatami:1. CISA (aktualny i wydany przez isaca.org),
2. CISSP (aktualny i wydany przez ISC2.org)
3. Audytor Wiodący normy ISO 27001 (aktualny i wydany przez akredytowane organizacje certyfikujące),
4. eWPTv1 lub WAPTXv2 (wydany przez eLearn Security – elearnsecurity.com),
5. CMWAPT (wydany przez IACRB – iacertification.org) lub CEH (wydany przez EC-Council),
6. OSCP (aktualny i wydany przez Offensive Security),
7. CPTE (aktualny i wydany przez Mile2.com),
8. GIAC (aktualny i wydany przez giac.org).

(właściwe zostawić, niewłaściwe skreślić) | **Zasób własny\*/Zasób udostępniony \*** |

\* należy właściwe zostawić, niewłaściwe skreślić

W celu potwierdzenia spełnienia wymagań, o których mowa w powyższej tabeli, Zamawiający wymaga przedstawienia wraz z ofertą kopii wymaganych i zaznaczonych powyżej certyfikatów.