|  |  |
| --- | --- |
|  |  |
|  |
| (miejsce na pieczęć nagłówkową podmiotu) |  |

**Ankieta dotycząca**

**spełnienia wymagań dotyczących „Polityki Bezpieczeństwa Systemu Informatycznego Centralnej Ewidencji Pojazdów i Kierowców 2.0”**

Oświadczenie zawiera zapytania dot. spełnienia, przez podmiot ubiegający się o dostęp

do danych zawartych w CEPiK w trybie teletransmisji danych, warunków określonych   
w art. 80c ust. 6 pkt 1 i 2 oraz art. 100c ust. 5 pkt 1 i 2 ustawy Prawo o ruchu drogowym   
(t.j. Dz. U. z 2020 roku, poz. 110),:

|  |  |
| --- | --- |
| **Miejsce, w którym usytuowane jest stanowisko dostępowe umożliwiające pobieranie**  **danych z SI CEPiK** | |
| 1. Czy została wydzielona strefa ochronna i zabezpieczona zgodnie z wymaganiami Polityki Bezpieczeństwa Systemu Informatycznego Centralnej Ewidencji Pojazdów i Kierowców 2.0 | TAK/NIE |
| 1. Proszę opisać, jakimi metodami organizacyjno-technicznymi realizowana jest kontrola dostępu do pomieszczeń: | |
| 1. Czy istnieją procedury zabezpieczające dane w przypadku konieczności ich wyniesienia poza obszar przetwarzania na skutek zdarzeń losowych? | TAK/NIE |
| 1. Czy drzwi do pomieszczenia:   a. znajdujące się wewnątrz budynku w strefie ograniczonego dostępu (bądź  dozorowanej) są wyposażone, w co najmniej 1 zamek atestowany (zabezpieczenie i odporność na przewiercenie wg PN-EN 12209:2016-04 – klasa 3 lub odporność na włamanie wg KT/402/IMP:2014 – klasa C lub odporność na atak wg PN-EN 1303:2015-07 – klasa 2);  b. znajdujące się wewnątrz budynku w strefie ogólnodostępnej niedozorowanej  spełniają wymagania klasy RC 2 zgodnie z normą PN-EN 1627 lub czy są zabezpieczone przed wyważeniem (podważeniem) oraz czy są wyposażone, w co najmniej 1 zamek atestowany (klasa 3 / klasa C / klasa 2);  c. do których jest dostęp z zewnątrz budynku spełniają wymagania, co najmniej klasy RC 2 zgodnie z normą PN-EN1627 oraz czy posiadają, co najmniej jeden zamek atestowany (klasa 3 / klasa C / klasa 2) lub czy jest zainstalowany w pomieszczeniach system alarmowy z funkcją powiadamiania? | TAK/NIE |
| 1. Czy otwory okienne pomieszczeń strefy chronionej znajdujących się na parterze lub mających swobodny dostęp z dachu są okratowane, zabezpieczone folią antywłamaniową bądź czy posiadają szyby o zwiększonej odporności na zbicie? | TAK/NIE |
| **Zarządzanie personelem** | |
| 1. Czy osoby mające dostęp do systemu zostały zapoznane z przepisami  o ochronie danych osobowych oraz z „Polityką Bezpieczeństwa Systemu Informatycznego Centralnej Ewidencji Pojazdów i Kierowców 2.0”? (ustawa, rozporządzenia) | TAK/NIE |

|  |  |
| --- | --- |
| Środowisko sprzętowo-systemowe, z którego realizowany jest dostęp do  **zasobów SI CEPiK** | |
| 1. Czy stanowisko dostępowe jest przeznaczone jedynie do realizacji dostępu do zasobów SI CEPiK?   Jeśli nie, proszę wymienić, do jakich innych celów jest ono wykorzystywane: | TAK/NIE |
| 1. Czy na komputerze, który ma mieć dostęp do SI CEPIK zostały zastosowane minimalne wymagania zgodne z Polityką Bezpieczeństwa Systemu Informatycznego Centralnej Ewidencji Pojazdów i Kierowców 2.0? | TAK/NIE |
| 1. Podmiot oświadcza, że są mu znane *Zalecenia i wytyczne dla Użytkowników systemu CEPiK w zakresie bezpieczeństwa i ochrony danych osobowych* opublikowane na stronie [www.cepik.gov.pl](file:///\\coi.local\DUS\DUS_ZWIT\ZWIT\Audyty%20CEPiK\Procedura%20Audytu%20CEPiK\www.cepik.gov.pl). | TAK/NIE |

|  |  |
| --- | --- |
|  | (Data, pieczęć i podpis wypełniającego)  (reprezentant podmiotu) |
|  |  |