**WNIOSEK**

**o zatwierdzenie gwarancji bezpieczeństwa w ramach   
Europejskiego Funduszu Obronnego (EDF)[[1]](#footnote-1)**

1. **DANE IDENTYFIKUJĄCE PODMIOT**
2. **Pełna nazwa podmiotu**
3. **Adres siedziby (kod pocztowy, miasto, ulica, numer domu i lokalu, województwo, powiat, gmina, nr telefonu, faksu, adres poczty elektronicznej)**
4. **Statystyczny numer identyfikacyjny (REGON)**
5. **Numer identyfikacji podatkowej (NIP)**
6. **Forma prawna**
7. **Rejestr lub ewidencja działalności gospodarczej (nazwa i siedziba rejestru lub ewidencji,   
   nr rejestru lub ewidencji, data rejestracji)**
8. **Data rozpoczęcia działalności gospodarczej w Polsce**
9. **Podległość kontrolna wnioskodawcy ze strony innego państwa lub podmiotu z innego państwa**
10. **DANE IDENTYFIKUJĄCE WSPÓLPRACĘ PROJEKTOWĄ W RAMACH EDF**
11. **Oznaczenie i nazwa konkursu EDF (call for proposal):**
12. **Temat projektu EDF:**
13. **Proponowany kryptonim:**
14. **Skład konsorcjum (lider, podmioty zagraniczne, podmioty polskie):**
15. **Pozycja wnioskodawcy w konsorcjum:**
16. **INFORMACJE DOTYCZĄCE SPEŁNIENIA PODSTAWOWYCH WARUNKÓW GWARANCJI[[2]](#footnote-2)**
17. **Warunki dotyczące potwierdzenia intencji podmiotu - należy potwierdzić, że udział podmiotu kontrolowanego nie jest sprzeczny z:**

* interesami bezpieczeństwa i obrony Unii i jej państw członkowskich określone w WPZiB   
  w tytule V Traktatu o Unii Europejskiej;
* celami EDF określonymi w art. 3 rozporządzeniu Parlamentu Europejskiego i Rady (UE) 2021/697 z dnia 29 kwietnia 2021 r. ustanawiającego Europejski Fundusz Obronny i uchylające rozporządzenie (UE) 2018/1092;
* przepisami art. 20 i 23 ww. rozporządzenia o EDF dotyczącymi ochrony praw własności intelektualnej wynikającej z działania projektowego.

1. **Warunki dotyczące środków podjętych w celu zapewnienia, że:**

* kontrola nad podmiotem prawnym nie jest sprawowana w sposób, który utrudnia lub ogranicza jej zdolność do prowadzenia działań i osiągania wyników, co nakłada ograniczenia na jej infrastrukturę, obiekty, aktywa, zasoby, własność intelektualną lub know-how, którego potrzebuje do celów działania lub podważa zdolności i standardy niezbędne do realizacji działania;
* niestowarzyszone państwo trzecie lub podmiot z niestowarzyszonego państwa trzeciego nie mogą mieć dostępu do szczególnie chronionych informacji dotyczących działania oraz że pracownicy lub inne osoby uczestniczące w działaniu posiadają krajowe poświadczenie bezpieczeństwa wydane przez państwo członkowskie lub państwo stowarzyszone, jeśli dotyczy;
* prawa własności intelektualnej wynikające z działania i wyniki działania pozostają przy odbiorcy w trakcie i po zakończeniu działania i nie podlegają kontroli ani ograniczeniom ze strony żadnego niestowarzyszonego państwa trzeciego lub podmiotu niestowarzyszonego państwa trzeciego, niezależnie od tego, czy nie są one wywożone poza Unię lub kraje stowarzyszone ani nie są dostępne z miejsca poza Unią lub krajami stowarzyszonymi bez zgody państwa członkowskiego lub kraju stowarzyszonego, w którym ma siedzibę podmiot prawny, oraz zgodnie z celami EDF.

1. **ODPOWIEDZI NA PYTANIA SZCZEGÓŁOWE**[[3]](#footnote-3)
2. **Systemie ochrony informacji niejawnych**

* jaki jest adres lokalizacji systemu ochrony informacji niejawnych (kod pocztowy, miasto, ulica, numer domu i lokalu)?
* czy przedsiębiorca zorganizował strefy ochronne?
* czy przedsiębiorca wprowadził system kontroli wejścia i wyjścia ze stref ochronnych oraz
* uprawnienia do przebywania w tych strefach?
* czy przedsiębiorca zorganizował kancelarię tajną?
* czy przedsiębiorca posiada komórkę organizacyjną odpowiedzialną za właściwe
* rejestrowanie, przechowywanie, obieg i wydawanie materiałów niejawnych (o jakiej klauzuli)?
* czy system ochrony informacji niejawnych jest obsługiwany lub wspomagany przez pracowników przedsiębiorcy wykonujących obowiązki w zakresie ochrony, czy też podmiot lub podmioty prowadzące działalność w zakresie ochrony osób i mienia (pełna nazwa, adres siedziby, numer telefonu, numer koncesji/zezwolenia, data wydania koncesji/zezwolenia)?
* czy w pomieszczeniach, w których mają być przechowywane informacje niejawne, zastosowano wyposażenie i urządzenia służące ochronie informacji niejawnych, którym na podstawie odrębnych przepisów przyznano certyfikaty?
* czy podjęto działania mające na celu uzyskanie świadectwa akredytacji bezpieczeństwa systemu teleinformatycznego do poziomu „poufne”/ „tajne” / „ściśle tajne”?
* czy pracownicy biorący udział w działaniach projektowych EDF posiadają poświadczenia bezpieczeństwa uprawniające do dostępu do informacji niejawnych, w tym poświadczenia uprawniające do dostępu do informacji niejawnych międzynarodowych? (podać wykaz: imię i nazwisko, PESEL, klauzula, numer poświadczenia i organ wydający, data ważności poświadczenia, numer i data wydania zaświadczenia o przeszkoleniu z zakresu ochrony informacji niejawnych i nazwa organu wydającego zaświadczenie, stanowisko lub funkcja)
* czy są osoby, które ze strony przedsiębiorcy wykonują lub będą wykonywać funkcje związane z ochroną informacji niejawnych? (podać wykaz: imię i nazwisko, PESEL, funkcja, kierownika przedsiębiorcy w rozumieniu ustawy, pełnomocnika ds. ochrony informacji niejawnych, zastępcy pełnomocnika ds. ochrony informacji niejawnych, kierownika kancelarii tajnej, inspektora bezpieczeństwa teleinformatycznego, pozostałych pracowników pionu ochrony, administratora bezpieczeństwa teleinformatycznego);
* jakie są środki zapobiegające nielegalnemu dostępowi do informacji wrażliwych lub niejawnych przez państwo trzecie lub przez spółkę dominującą pozaeuropejską (bezpieczeństwo pomieszczeń i obiektów, metody zarządzania informacjami);
* czy podwykonawcy spółki z siedzibą w Polsce, zajmujący się badaniami i rozwojem, mają wymagane zdolności do zachowania poufności informacji wrażliwych lub niejawnych, do których mają dostęp?

1. **Własność intelektualna**

* czy prawa własności intelektualnej, know-how i wyniki wynikające z działań badawczo-rozwojowych pozostają w spółce z siedzibą w Polsce w trakcie i po wykonaniu prac projektowych, czy też podlegają jakimkolwiek ograniczeniom w relacjach ze spółką z kraju trzeciego?
* czy prawa własności intelektualnej oraz wyniki prac badawczo-rozwojowych są zabezpieczone przed eksportem poza UE?
* czy pozaeuropejska spółka macierzysta może mieć dostęp do wyników prac badawczo-rozwojowych prowadzonych przez firmę w Polsce w ramach projektów unijnych?

1. **Bezpieczeństwo dostaw**

* czy spółka macierzysta spoza UE może nakładać na spółkę z siedzibą w Polsce jakiekolwiek ograniczenia dotyczące jej infrastruktury, wyposażenia, dostawców lub know-how?
* czy spółka korzysta z infrastruktury spółki macierzystej spoza UE lub materiałów, produktów bądź licencji, które byłyby dostarczane przez spółkę macierzystą spoza UE w ramach działań badawczo-rozwojowych?

1. **Kontrola eksportu**

* czy pozaeuropejska spółka dominująca ma szczególne prawo do ograniczania lub kierowania eksportem, który może być dokonywany przez spółkę z siedzibą w Polsce?
* czy spółka z siedzibą w Polsce przekazała swojej spółce dominującej pozaeuropejskiej, bezpośrednio lub pośrednio, wyniki prac badawczo-rozwojowych w formie cesji lub licencji na prowadzenie działalności?

1. **Informacje finansowe**

* należy przedstawić dane dotyczące struktury kapitału i powiązaniach kapitałowych,   
  a w szczególności:
  1. wartość kapitału zakładowego,
  2. liczba akcji/udziałów,
  3. wartość nominalna akcji/udziału,
  4. struktura kapitału (podać imię, nazwisko, nr PESEL [w przypadku obcokrajowców: data i miejsce urodzenia, imię ojca i matki, obywatelstwo, narodowość] i adres zamieszkania właściciela lub pełna nazwa i adres siedziby, numer i siedziba rejestru działalności gospodarczej, dla podmiotów działających wg prawa polskiego także NIP i REGON posiadacza co najmniej 5% akcji/udziałów, liczba akcji/udziałów,% akcji/udziałów, stosunek i rodzaj uprzywilejowania akcji/udziałów [dot. akcji/udziałów o szczególnych uprawnieniach określonych w umowie spółki, w szczególności prawa głosu, prawa do dywidendy, sposobu podziału majątku w przypadku likwidacji]).
* należy przedstawić wykaz numerów rachunków bankowych przedsiębiorcy (na pierwszym miejscu numer rachunku podstawowego (nr rachunku bankowego, nazwa i adres banku)
* należy przedstawić dane o źródłach pochodzenia środków finansowych i sytuacji finansowej podmiotu:

1. wykaz 3 największych umów, uporządkowanych pod względem wartości przedmiotu umowy, wykonywanych w ciągu ostatnich 3 lat na rzecz kontrahentów krajowych (przedmiot umowy, nazwa kontrahenta i adres jego siedziby, wartość umowy, okres realizacji),
2. wykaz 3 największych umów wykonywanych w ciągu ostatnich 3 lat na rzecz kontrahentów zagranicznych (analogicznie jak pkt a),
3. zysk/strata netto za ostatnie trzy lata obrotowe (dane powinny być potwierdzone sprawozdaniem finansowym, jeżeli podlega ono badaniu przez biegłego rewidenta zgodnie z przepisami o rachunkowości - również z dołączoną opinią o badanym sprawozdaniu, a w przypadku wykonawców niezobowiązanych do sporządzania sprawozdania finansowego - innym dokumentem określającym obroty oraz zobowiązania i należności).
4. nazwę i adres właściwego urzędu skarbowego (właściwych urzędów skarbowych)
5. informację, czy przedsiębiorca ma zaległości w podatkach stanowiących dochód budżetu państwa?
6. nazwa i adres siedziby właściwej jednostki (właściwych jednostek) samorządu terytorialnego

* czy przedsiębiorca ma zaległości w wywiązywaniu się z podatków i opłat lokalnych?
* czy przedsiębiorca jest w trakcie postępowania ugodowego z wierzycielami?
* czy w odniesieniu do przedsiębiorcy prowadzone jest postępowanie w sprawie o

przestępstwo skarbowe lub wykroczenie skarbowe?

* czy wobec przedsiębiorcy prowadzone jest sądowo-komornicze lub administracyjne
* postępowanie egzekucyjne?
* czy wobec przedsiębiorcy toczy się postępowanie z wniosku o ogłoszenie upadłości?
* czy spółka z siedzibą w Polsce ma autonomię w wyborze źródeł finansowania swojej działalności?
* jaki jest stopień uzależnienia przedsiębiorstwa z siedzibą w Polsce od pomocy finansowej (w tym gwarancji bankowych) spoza UE?

1. **Zarządzanie**

* jak obrazuje się struktura organizacyjna spółki kontrolowanej z siedzibą w Polsce?

1. liczba ew. oddziałów,
2. podstawowe informacje o oddziałach (nazwa i adres siedziby oddziału, NIP, REGON),
3. dane osób wchodzących w skład organów przedsiębiorcy: zarządzających (np. zarząd, komplementariusz, dyrektor, kierownik, właściciel), kontrolnych (np. rada nadzorcza, rada pracownicza, komisja rewizyjna) i osób działających z ich upoważnienia (np. prokurent, pełnomocnik) - imię i nazwisko, PESEL, adres zamieszkania, funkcja.

* jakie są zasady działania wszystkich ciał zarządczych/nadzorczych, organów spółki z siedzibą w Polsce, wynikających ze statutu lub przepisów wewnętrznych i jakie uprawnienia ma pozaeuropejska spółka dominująca?
* jaki jest dokładny skład akcjonariuszy spółki z siedzibą w Polsce?
* w jakim państwie ma siedzibę zarząd lub inna struktura zarządcza spółki z siedzibą w UE,   
  w szczególności, gdzie ma miejsce sekretariat zarządu oraz miejsce posiedzeń?
* czy są dyrektorzy odpowiedzialni za reprezentowanie spółki macierzystej spoza UE w radzie dyrektorów spółki z siedzibą w Polsce?
* czy kontrola nad spółką macierzystą spoza UE pozwala utrudniać lub ograniczać zdolność jej spółki z siedzibą w Polsce do realizacji projektu lub dostarczania wyników?

1. **Interesy bezpieczeństwa i obronności**

* czy podjęto środki w celu zapewnienia poszanowania interesów UE i jej państw członkowskich w dziedzinie bezpieczeństwa i obrony, określone w ramach wspólnej polityki zagranicznej i bezpieczeństwa, zgodnie z tytułem V TFUE?

1. **DODATKOWE ŚRODKI ZAPEWNIAJĄCE GWARANCJE[[4]](#footnote-4)**
2. **……….**
3. **GWARANCJA BEZPIECZEŃSTWA – załącznik nr 1 do wniosku**

………………………………………….. …………………………………………

miejscowość, data Podpis i pieczęć składającego wniosek

**Klauzula informacyjna**

Zgodnie z art. 13 Rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (Dz. U. L 119 z 4 maja 2016 r., str. 1 z późn. zm.), zwanego dalej „RODO”, informuję, że:

1. Administratorem Pani/Pana danych osobowych jest Minister Rozwoju i Technologii z siedzibą w Warszawie przy Placu Trzech Krzyży 3/5, 00-507 Warszawa, [kancelaria@mrit.gov.pl](mailto:kancelaria@mrit.pl), tel. +48 222 500 123, adres skrytki na ePUAP: /MRPIT/SkrytkaESP, obowiązki administratora wypełnia dyrektor Departamentu Handlu i Współpracy Międzynarodowej.
2. Dane kontaktowe do Inspektora Ochrony Danych: Inspektor Ochrony Danych, Ministerstwo Rozwoju   
   i Technologii, Plac Trzech Krzyży 3/5, 00-507 Warszawa, adres e-mail: [iod@mrit.gov.pl](mailto:iod@mrit.gov.pl).
3. Pani/Pana dane osobowe przetwarzane będą na podstawie art. 6 ust. 1 lit. c RODO tj. wypełnienia obowiązku prawnego ciążącego na Administratorze, wynikającego z implementacji Europejskiego Funduszu Obronnego, o którym mowa w Rozporządzeniu Parlamentu Europejskiego i Rady (UE) 2021/697 z dnia 29 kwietnia 2021 r. ustanawiającego Europejski Fundusz Obronny i uchylające rozporządzenie (UE) 2018/1092, dla potwierdzania udziału polskiego podmiotu w planowanej działalności projektowej, której zakres obejmuje działania z art. 10 pkt 3 i w związku z art. 12 niniejszego rozporządzenia. Jednocześnie w związku z działaniami implementacyjnymi Europejskiego Funduszu Obronnego, o których mowa w paragrafie 2 pkt 3 zarządzenia nr 19 Ministra Rozwoju, Pracy i Technologii z dnia 18 marca 2021 r. w sprawie powołania Zespołu do spraw wsparcia udziału polskiego przemysłu obronnego w Europejskim Funduszu Obronnym (Dz. Urz. Min. Roz. Pr. i Tech. poz. 21).
4. Pani/Pana dane osobowe przetwarzane będą w celu rozpatrzenia wniosku o zatwierdzenie gwrancji bezpieczeństwa w ramach Europejskiego Funduszu Obronnego przez Ministerstwo Rozwoju i Technologii.
5. Dane osobowe mogą być przekazywane urzędom centralnym w ramach współpracy międzyresortowej tj.   
   w szczególności: Ministerstwu Obrony Narodowej, Ministerstwu Spraw Zagranicznych, Agencji Bezpieczeństwa Wewnętrznego, podmiotom przetwarzającym dane osobowe na zlecenie Administratora, a także innym podmiotom uprawnionym na podstawie przepisów prawa.
6. Dane nie będą przekazywane do państwa trzeciego ani do organizacji międzynarodowej.
7. Dane osobowe będą przechowywane na czas niezbędny do realizacji celu przetwarzania, przez okres wynikający z przepisów prawa, a następnie zgodnie z przepisami archiwizacyjnymi.
8. Podanie danych jest dobrowolne. Jeśli nie dojdzie do podania danych nie będzie możliwe wykonanie czynności administracyjnych w zakresie rozpatrywania wniosku i będzie stanowić to podstawę do jego odrzucenia.
9. Osobie, której dane dotyczą przysługuje prawo:

* dostępu do swoich danych oraz otrzymania ich kopii zgodnie z art. 15 RODO;
* do sprostowania swoich danych zgodnie z art. 16 RODO;
* do ograniczenia przetwarzania danych zgodnie z art. 18 RODO.

1. W trakcie przetwarzania danych nie będzie dochodziło do zautomatyzowanego podejmowania decyzji ani do profilowania.
2. Osobie, której dane dotyczą przysługuje prawo wniesienia skargi do Prezesa Urzędu Ochrony Danych Osobowych (adres: 00-193 Warszawa, ul. Stawki 2).

1. Wniosek powinien być sporządzony w języku polskim i podpisany. Natomiast załącznik do wniosku, tj. „gwarancja bezpieczeństwa”, powinien być wypełniony w języku angielskim i również podpisany. Wniosek należy przesłać pocztą do Ministerstwa Rozwoju i Technologii, adres: Pl. Trzech Krzyży 3/5, 00-507 Warszawa lub za pośrednictwem ePUAP. Adresatem wniosku jest Minister Rozwoju i Technologii. W przypadku zawarcia we wniosku informacji niejawnych należy przesłać zgodnie z obowiązującymi przepisami w zakresie ochrony informacji niejawnych. [↑](#footnote-ref-1)
2. Podstawowe warunki gwarancji autonomii obejmują sześć aspektów. Trzy warunki dotyczą potwierdzenia intencji podmiotu, a trzy kolejne podjętych środków zapewniających autonomię podmiotu. [↑](#footnote-ref-2)
3. Wszystkie informacje i dokumenty przekazane przez wnioskodawcę we wniosku nie będą przekazywane przez MRiT osobom trzecim bez uprzedniej zgody wnioskodawcy. Odpowiedzi na pytania powinny być uzupełnione stosownymi dokumentami tj. m.in.: statut spółki, regulacje wewnętrzne, porozumienie o współpracy MoU pomiędzy spółką dominującą a jej spółką zależną, jednostronne zobowiązanie spółki dominującej, dokumenty finansowe/księgowe (bilanse, zestawienia dochodów, roczne sprawozdania finansowe itp., wyciąg bankowy. [↑](#footnote-ref-3)
4. Przyjęte środki zapewniające gwarancje to np.: obowiązek sprawozdawczy przedsiębiorstwa; audyt przedsiębiorstwa co 2 miesiące badający funkcjonowanie firmy / praktyki firmy; umowa o bezpieczeństwie zapewniająca gwarancje oraz zobowiązania do zachowania tajemnicy; mechanizmy ochronne, zabezpieczenia przed utratą danych wrażliwych wynikających z działania oraz zapobiegające dostępowi do informacji szczególnie chronionych przez struktury zarządcze spoza UE. [↑](#footnote-ref-4)