Załącznik nr 5 do zapytania ofertowego

## Wykaz osób, które będą uczestniczyć w wykonywaniu zamówienia

| L.p. | Osoby, które będą uczestniczyć w wykonywaniu zamówienia | KompetencjePosiadane certyfikaty |
| --- | --- | --- |
| *1* | *2* | *3* |
| 1 | **Osoba nr 1**…………………….………………(Imię i nazwisko) | 1. Posiada co najmniej średnie wykształcenie : **TAK/NIE\***
2. Posiada certyfikat: CISA (aktualny i wydany przez isaca.org) : **TAK/NIE\***
3. Posiada certyfikat CISSP (aktualny i wydany przez ISC2.org) : **TAK/NIE\***
4. Posiada certyfikat Audytora Wiodącego normy ISO 27001 (aktualny i wydanym przez akredytowane organizacje certyfikujące) : **TAK/NIE\***
5. Posiada certyfikat eWPT : (wydanym przez eLearn Security – elearnsecurity.com)**TAK/NIE\***
6. Posiada certyfikat eWPTXv2 (wydanym przez eLearn Security – elearnsecurity.com)**TAK/NIE\***
7. Posiada certyfikat eWPTv1 wydany przez eLearn Security – elearnsecurity.com: **TAK/NIE\***
8. Posiada certyfikat WAPTXv2 wydany przez eLearn Security – elearnsecurity.com: **TAK/NIE\***
9. Posiada certyfikat CMWAPT ( wydany przez IACRB – iacertification.org): **TAK/NIE\***
10. Posiada certyfikat CEH (wydany przez EC-Council) : **TAK/NIE\***
11. Posiada certyfikatów: OSCP ( aktualny i wydany przez Offensive Security): **TAK/NIE\***
12. Posiada certyfikat C)PTE (aktualny i wydanym przez Mile2.com) : **TAK/NIE\***
13. Posiada certyfikat GIAC(aktualny i wydany przez giac.org) : **TAK/NIE\***
14. Posiada doświadczeniew przeprowadzeniu testów bezpieczeństwa fizycznego, polegających na ocenie odporności podmiotu na próby nieautoryzowanego fizycznego dostępu do pomieszczeń) : **TAK/NIE\***
15. Posiada doświadczenie w przeprowadzeniu audytu bezpieczeństwa fizycznego, polegającego na ocenie architektury systemu kontroli dostępu oraz ocenie architektury systemu nagrywania wizyjnego (telewizji dozorowej): **TAK/NIE\***
 |
| 2 | **Osoba nr 2**…………………….………………(Imię i nazwisko)) | 1. Posiada co najmniej średnie wykształcenie : **TAK/NIE\***
2. Posiada certyfikat: CISA (aktualny i wydany przez isaca.org) : **TAK/NIE\***
3. Posiada certyfikat CISSP (aktualny i wydany przez ISC2.org) : **TAK/NIE\***
4. Posiada certyfikat Audytora Wiodącego normy ISO 27001 (aktualny i wydanym przez akredytowane organizacje certyfikujące) : **TAK/NIE\***
5. Posiada certyfikat eWPT : (wydanym przez eLearn Security – elearnsecurity.com)**TAK/NIE\***
6. Posiada certyfikat eWPTXv2 (wydanym przez eLearn Security – elearnsecurity.com)**TAK/NIE\***
7. Posiada certyfikat eWPTv1 wydany przez eLearn Security – elearnsecurity.com: **TAK/NIE\***
8. Posiada certyfikat WAPTXv2 wydany przez eLearn Security – elearnsecurity.com: **TAK/NIE\***
9. Posiada certyfikat CMWAPT ( wydany przez IACRB – iacertification.org): **TAK/NIE\***
10. Posiada certyfikat CEH (wydany przez EC-Council) : **TAK/NIE\***
11. Posiada certyfikatów: OSCP ( aktualny i wydany przez Offensive Security): **TAK/NIE\***
12. Posiada certyfikat C)PTE (aktualny i wydanym przez Mile2.com) : **TAK/NIE\***
13. Posiada certyfikat GIAC(aktualny i wydany przez giac.org) : **TAK/NIE\***
14. Posiada doświadczeniew przeprowadzeniu testów bezpieczeństwa fizycznego, polegających na ocenie odporności podmiotu na próby nieautoryzowanego fizycznego dostępu do pomieszczeń) : **TAK/NIE\***
15. Posiada doświadczenie w przeprowadzeniu audytu bezpieczeństwa fizycznego, polegającego na ocenie architektury systemu kontroli dostępu oraz ocenie architektury systemu nagrywania wizyjnego (telewizji dozorowej): **TAK/NIE\***
 |
| 3 | ………….. | **…………………………………………………………………………………………………..** |

**\* - Nieodpowiednie skreślić**

***Do wykazu należy załączyć kopie wymaganych certyfikatów***