**Formularz szacowania zamówienia**



**FORMULARZ SZACOWANIA WARTOŚCI ZAMÓWIENIA**

na realizację zamówienia:

**Zakupu Systemu obejmującego funkcjonalność ochrony użytkowników przed zagrożeniami na bazie protokołu DNS**

1. **DANE DOTYCZĄCE OFERENTA:**

|  |  |
| --- | --- |
| **Nazwa podmiotu**  |   |
| **Adres siedziby**  |   |
| **Numer NIP**  |   |
| **Numer REGON**  |   |
| **Telefon kontaktowy**  |   |
| **Adres e-mail**  |   |

**DANE DOTYCZĄCE OFEROWANEGO ROZWIAZANIA**

|  |  |
| --- | --- |
| **Nazwa producenta/ nazwa Systemu\*** |  |

*\*Prosimy o krótki opis proponowanego rozwiązania jednoznacznie identyfikującego proponowane rozwiązanie (producent, nazwa, wersja, itp.)*

1. **CAŁKOWITA SZACOWANA WARTOŚĆ ZAMÓWIENIA:**

|  |
| --- |
|  ………………………………. zł. **brutto** Słownie: ………………………………………………………………………………….  |
|  ………………………………. zł. **netto** Słownie: ………………………………………………………………………………….  |

1. **SYSTEM BĘDZIE REALIZOWAŁ NASTĘPUJĄCE FUNKCJONALNOŚCI** :

(*zaznaczyć właściwe od pkt. a-d)*

1. **Funkcjonalność rozbudowy Systemu:**

W ramach oferowanego Systemu element służący do zarządzania usługami DNS, DHCP oraz adresacją IP*:*

🞎 posiada możliwość rozbudowy Usługi Chmurowej o dodatkowe funkcjonalności polegające na zarządzaniu usługą DNS (funkcjonalność serwera autorytatywnego, forward, delegacja), usługą DHCP oraz pełnym zarządzaniu przestrzenią adresową, pozwalającą na uzyskanie widoczności komputerów w ramach uruchomionych funkcjonalności bezpieczeństwa oferowanego Systemu, przy czym funkcjonalności te muszą pochodzić od tego samego Producenta co oferowany System.

🞎 nie posiada ww. funkcjonalności

1. **Funkcjonalność wykrywania domen podobnych**

W ramach oferowanego Systemu element służacy do poprawy bezpieczeństwa:

🞎 posiada liste domen podobnych tzw. Lookalike, czyli domen, które wyglądają podobnie do najpopularniejszych domen w Internecie (np. Google.com > g00gle.com). Lista musi również obejmować domeny, które używają znaków specjalnych podobnych do znaków łacińskich (tak zwane homografy IDN). Zamawiający musi mieć możliwość zdefiniowania w Usłudze Chmurowej co najmniej 10 domen, dla których algorytm będzie wyszukiwał domen podobnych,

 🞎 nie posiada ww. funkcjonalności

1. **Funkcjonalność dostarczania kontekstowej informacji o zagrożeniach**

🞎 dane o zagrożeniach dostarczane przez oferowany System muszą posiadać kontekstową informację, dostępną poprzez API, o domenie / adresie IP, takie jak: czy zagrożenia jest związane z eksfiltracją danych, czy wpływa na dostępność systemów, czy do aktywacji zagrożenia wymagana jest interakcja użytkownika, czy wymagane są wyższe uprawnienia systemowe, czy zagrożenie samoczynnie propaguje się po sieci, jakie są używane techniki MITRE ATT&CK.

🞎 nie posiada ww. funkcjonalności

1. **Funkcjonalność separacji / granulacji uprawnień użytkowników**

🞎 W ramach oferowanego Systemu możliwość zarządzania uprawnieniami w sposób pozwalający tworzyć role użytkowników uniemożliwiające wzajemną widoczność zarządzanych urządzeń (np. użytkownik z rolą uprawniającą do zarządzania urządzeniami z jednej instancji, nie będzie widzieć / mieć dostępu do zarządzania urządzeniami z innej instancji).

🞎 nie posiada ww. funkcjonalności

 \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

 Podpis osoby upoważnionej